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1 PURPOSE OF THIS SPECIFICATION

This document outlines the definitions, specifications and features of the ISPIR Intelligent System for Pipeline Infrastructure Reliability. It is a guideline to define and help to modularize the design for progressive implementation phases of the system. This first section presents an introduction to the system and its context. Subsequent sections are provided for each major system component including:

- Fiber-optic strain measuring systems
- Communications and knowledge-based data interpretation and pipeline condition diagnosis subsystem
- Corrosion monitoring subsystem

Each of these modules is described in separate sections of this overview document. A general survey of the status of inspection technologies is included in Section 5 of this report.

1.1 ISPIR Overview

ISPIR is a multifunctional system for monitoring pipelines in the field using currently available sensing and communications systems, including FOX-TEK fiber optic sensors, the CANMET Microbiologically Influenced Corrosion (MIC) sensor and chemical sensors to measure pH and CO₂ concentration. It incorporates an Internet-based communications system that provides the pipeline stakeholder community with instant information of the current status of the pipeline and alerts the operators of abnormal conditions. It also incorporates a knowledge-based data interpretation and condition diagnosis capability that integrates sensor data with operating context information for automated data interpretation and decision making.

This system will be integrated into a flexible and cost-effective fiber optics backbone. It adapts current technology for continuous pipeline monitoring to detect:

- Microbial activity
- Corrosion, including microbiologically influenced corrosion (MIC)
- Temperature changes
- Pressure changes
- Leaks
- Buckles
- Bends
- Cracks
- Pipe movement

ISPIR technologies are applicable to both oil and gas pipelines, old and new, transmission and production, large and small diameter, and will contribute significantly to the resolution of issues affecting critical infrastructure security. It is equally applicable to other process lines, slurry and tailing lines and water mains. The integrated ISPIR monitoring system monitors multiple types of strain and chemical sensors. Fiber-optic monitoring is immune to electromagnetic noise that affects electronic communications and sensing systems, and is low cost. The data returned by the system are rich in information and will be communicated to a data management system for interpretation and decision-making. The communication system will include the capability for data acquisition/management and decision-making based on data provided by these sensing systems.

The ISPIR system serves a community of users. Generally this community comprises a number of users within the owner/operator organization that operates the pipeline. In addition to the data input from ISPIR strain and corrosion sensors, ISPIR can accept parametric data from other sources in the owner/operator organization such as operating pressure and flow rate.
2 SIM-O-IP: STRUCTURAL INTEGRITY MONITORING OVER IP

This document outlines the definitions, specifications and features of the TISEC system for Structural Integrity Monitoring over IP (SIM-o-IP) system. It is a guideline to define and help to modularize the design for progressive implementation phases of the system. This chapter presents an introduction to the system and its context.

2.1 Scope of the SIM-o-IP Specification

This section defines the requirements and specifications for the TISEC SIM-o-IP system and its users. The intended audiences for this document are:

➢ The SIM-o-IP system users, so they may review and provide input into the requirements.
➢ The system design team, as this document will serve as the basis for system design.
➢ The test team, as this document will serve as the basis for system verification and validation.

In Section 2, a general description of the TISEC SIM-o-IP system is given. Section 3 describes the ConnectionAgent, an intelligent agent designed to perform all the functions required of SIM-o-IP. Section 4 describes system access and the Web-based communication system. Section 5 positions SIM-o-IP relative to other products and system for remote data acquisition and instrumentation control. Specific applications such as ISPIR and SWIM are described in their respective appendices. Detailed technical specifications for system components are also described in appendices.

This document also reviews the current status of the various SIM-o-IP components in its periodic updates.

2.2 Acronyms

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>DAS</td>
<td>Data Acquisition System</td>
</tr>
<tr>
<td>ISPIR</td>
<td>Intelligent Systems for Pipeline Infrastructure Reliability</td>
</tr>
<tr>
<td>KIF</td>
<td>Knowledge Interchange Format</td>
</tr>
<tr>
<td>KQML</td>
<td>Knowledge Query and Manipulation Language</td>
</tr>
<tr>
<td>SWIM</td>
<td>Stress Waves for Intelligent Manufacturing/Maintenance</td>
</tr>
<tr>
<td>IP</td>
<td>Internet Protocol</td>
</tr>
<tr>
<td>SIM-o-IP</td>
<td>Structural Integrity Monitoring over IP</td>
</tr>
<tr>
<td>UML</td>
<td>Unified Model Language</td>
</tr>
<tr>
<td>VPN</td>
<td>Virtual Private Network</td>
</tr>
<tr>
<td>P2P</td>
<td>Peer-to-Peer</td>
</tr>
</tbody>
</table>

2.3 General description

This section specifies the system capabilities and functions, identifies who the users are and outlines the general constraints of the overall system and the assumptions and dependencies considered for the system. The TISEC SIM-o-IP system meets a twofold requirement in new structural integrity inspection and monitoring systems:

➢ To more fully exploit the data generated by such systems
➢ To integrate more advanced interpretation and decision-making capabilities into the systems

An additional requirement in new systems is to acquire data by several means and to distribute these data as well as interpretations and decisions based on them to the parties involved in follow up actions, particularly in a systems maintenance context. It will also permit us to install and evaluate the system at field sites in the immediate future.

The SIM-o-IP system provides the communications component in this emerging inspection and monitoring environment and integrates it with artificial intelligence methods for data interpretation and decision making.
2.3.1 System capabilities
The requirement for remote communications with structural integrity monitoring systems is becoming widespread and almost universal. The SIM-o-IP system has two features that build upon unique TISEC expertise:

- Internet communications expertise
- Artificial intelligence expertise
- Intelligent Internet Interface
- Knowledge-Based Interpretation and Diagnosis

The general system architecture of the SIM-o-IP system is shown below with an ensemble of data acquisition devices serving a user group. A central station provides the system intelligence.

SIM-o-IP is a web-based real time, distributed computerized system to monitor and control remote on site testing with an intelligent capability for condition identification and fault diagnosis. The acquisition side can perform a variety of test services, including

- fiber-optic strain measurement
- corrosion monitoring
- ultrasonic thickness measurements
- flaw detection and weld inspection
- acoustic emission monitoring

The acquisition side sends

- current real-time data
- alerts of abnormal testing results

to the central station for processing and analyzing.
Customers at the management side can
- monitor the on site testing for current real-time data
- send instrumentation setup commands to the acquisition stations
- perform operational checks on acquisition side components and the communications network
- access the central station for decision support

The central station can
- provide basic system maintenance
- provide continuous monitoring
- send instrumentation setup commands to the acquisition stations
- perform operational checks on acquisition side components and the communications network
- provide decision support through data interpretation in its knowledge-based system

Access of each user will be controlled on a function-by-function basis by allocation of passwords.

2.3.2 System users
The system is accessible to several different levels and types of users. It assumes that all user groups have the required level of knowledge or training to navigate through Web pages or how to use this application software. The interfaces are developed in such a way that the system will be intuitive to use. Users with minimal familiarity with the Web will be able to navigate successfully through the system.

The users of the system are divided into following groups

1. General user
2. Owner/operator
3. Monitoring system contractor
4. System operator and monitor
5. Regulatory observers

General User
General users are those people that don’t need a password to view the information in the web site. Actually, everyone who has access to Internet can be treated as “general user”. Since information available from the data acquisition side and the central station will be proprietary and set up of the acquisition-side instrumentation limited to authorized users, general users will be blocked at the site welcome page through password-protected access. There may be public information at the site available to the General User.

Owner/Operator
The owner/operators of the system, structure or machine being monitored can access the system to monitor its current status, respond to alerts sent by the acquisition system, and to access condition and diagnostic reports and recommendations. Depending on the specific system, they may have access to the data acquisition system for set up and system control.

Monitoring System Contractor
Monitoring system contractors are the suppliers and installers of the data acquisition instrumentation. If their role extends to in-service system operation, the contractor will have access for system set up and control.

System Operator and Monitor
The system operator and monitor is a user responsible on-going operation of the system including maintenance and any manual interventions. This user monitors the running of the system and may be designated from either the owner/operator or monitoring system contractor user groups.

Regulatory Observers
During the project development phase, observers from regulatory agencies may participate and have access
to the system to observe system performance and the type of information generated.

Within each user group the following type of interests can be accommodated:

- Structure owner/operator
  - Quality control personnel
  - Operations personnel
  - Maintenance personnel
  - Management personnel
- Monitoring system contractor
  - Field personnel
  - Engineering personnel
- Regulatory Observers
  - Engineering personnel
  - Management personnel

The user categories for specific projects are described in their respective appendices.

### 2.3.3 Acquisition-Side Configuration

Acquisition-side instrumentation is deployed at field and shop sites where structures and machines are being monitored. The instrumentation configurations may include:

- Stand-alone bench-top instrumentation units
- Field- or shop-deployed panel-mount units
- Field- or shop-deployed rack-mount units
- Portable units

The back end of each acquisition unit is Internet-capable and PC-based operating under Windows. Data are stored digitally and available for access by the SIM-o-IP component placed on the acquisition unit. SIM-o-IP accommodates various modes of communication from land links to wireless including:

- Phone land line through dialup or continuous access
- Access through corporate LAN
- Phone cellular dialup access
- Phone satellite dialup access
- High-speed on-line access

In addition to establishing conventional remote access links, SIM-o-IP fetches specific data from the data acquisition system for transmission to the central station and other users. It also examines the data for trends and thresholds that serve as a basis for alerting users of abnormal conditions requiring attention. It provides conventional remote access capabilities for complete instrumentation control.

This is achieved by putting an intelligent agent designated as the *ConnectionAgent* on each computer in the network. The intelligence available at the acquisition side will monitor trends and thresholds and reduce the data storage and transmission requirements during continuous monitoring, particularly when the data link for continuous data transmission is prohibitively expensive.

In environments where a continuous link is feasible, acquisition-side instrumentation will be linked continuously to the central station and, on demand, to other users. Where continuous on-line connection is not feasible, the *ConnectionAgent* will detect trends and thresholds that correspond to anomalies that require decision support and will dial in to establish a connection. Once connected all normal interactions with the central station and other users will be available.

### 2.3.4 Management-side configuration

The link to from management-side users is made on demand using the standard ISP access mode normally used at the user organization. The management-side user can access and display current raw data from the
acquisition instrument, alerts from the acquisition instrument and the central station and condition evaluation and diagnostic reports from the central station. The complete failure analysis knowledge base available at the central station is also accessible.

2.3.5 Central station configuration
In addition to the normal data display functions available at all user monitoring sites, the central station hosts the main functions that include

- a redundant self-checking and verification system to confirm warning signals and recommendations for maintenance follow ups
- knowledge-based condition evaluation and diagnostic tools
- the Web site

The SIM-o-IP knowledge-based component provides an “intelligent” capability to address potential data overflow resulting from continuous monitoring of structures. It also combines information rich data with complementary knowledge about the environment and operating conditions to assist in fully exploiting the data is applied to the interpretation. The control station has software for interrogating the data acquisition system and extracting information for potential system fault identification and necessary remedial action using thresholding and trend analysis. The central station is a standard PC that host data and knowledge management software for diagnosing potential long-term trends in the structural response of pipeline sections to permit early detection and risk analysis of potential failures. It is an interactive, open tool capable of interfacing with the sensing system and pipeline maintenance personnel.

The knowledge-based system accepts data from acquisition-side instruments and domain context information on the operating and external environment of the system being monitored. The system is built by formalizing knowledge representation and sharing using evolving ANSI and ISO standardization efforts to ensure compatibility with the current state of the art for future system expansion. System functions will be encapsulated in intelligent agents to facilitate system management and evolution. With this system architecture, the system can grow as in-service knowledge and experience accumulate.

The heart of the knowledge system is a core competence repository encoded using a virtual representation formality for capturing and storing the core competency. The competency seed core comprises engineering knowledge on the mechanical design, materials specifications, deterioration mechanisms, and codes and standards requirements for the application. Application-specific information consisting of operating, environmental and manufacturing and construction conditions are also entered into the system. Intelligent agent flexibility facilitates future evolutionary growth through use and maintenance of the system. The specific knowledge-based systems for fiber-optic, ultrasonic, acoustic emission and corrosion condition monitoring are described in their respective appendices to this document.

2.3.6 System component availability
The TISEC system has the following constraints:

- Acquisition-side instrumentation should be running on site at all times.
- The central station should be running at all times.
- Management side users access the system on demand
2.3.7 Assumptions and dependencies
The TISEC system has the following assumptions and dependencies:

- While the system operates on a peer-to-peer basis, it is conveniently envisaged as a central station hosting the intelligent component for condition identification and fault diagnosis.
- Acquisition side requirements could be quite different depending on whether fiber optics, ultrasonics, acoustic emission, corrosion condition monitoring or other sensing methods are used.
- The users can access the system through the Internet from office computers or mobile devices. Their computer or devices can be ordinary computers with low computational and process ability or can be powerful ones. In fact, the system shall be platform independent and accessible by any Java-enabled browser.
- User Internet access can be quite different from dial-in to high-speed ADSL or VPN.
- There could be a firewall at the customer side.
- There is a firewall at the central station.
- The central station should be able to cope when more than one acquisition system sends data to central station.
- The communication modes between the acquisition side and the central station can be quite different for different acquisition system; it can be dial up, wireless cellular or satellite links.

2.3.8 Attributes

Security
The system is accessible via the Web. Main system functions are accessible only after the user has been authenticated. Important message can be encrypted before being transmitted among system components. The system use a data transfer method that can penetrate a firewall. The system shall keep a log file for all customers logging in.

Maintainability
When the central station is down, the repair time is less than 1 hour. When the acquisition system is down, the repair time is less than 2 hours.

Usability Requirements
The interfaces of the system should be designed to be clear, friendly and intuitive and use an end-user metaphor.

2.3.9 Design Constraints

Bandwidth
The system should have enough bandwidth to support many customers to access TISEC system through Internet at a specific speed.

On-site testing sites
The TISEC system should be able to support many testing on site simultaneously.

Download time
When access from browser, each page down load time shall less than 20 seconds.

Standard compliance
The design will follow the UML notation, code shall comply with internationally accepted standards. The system uses KQML (Knowledge Query and Manipulation Language) as its open standard for exchanging knowledge and inter-agent communication with domain content representation languages such as KIF (Knowledge Interchange Format). These are compatible with the trends in ANSI/ISO standardization. The system shall support both Netscape Communicator and Microsoft Internet Explorer and, for DBMS, use Office XP containing Microsoft Access.

Service Requirements
The system shall host a knowledge-based system for data interpretation and condition diagnosis. The system at the acquisition shall apply algorithm to identify “abnormal” data, so that only these data need to be transferred or so they can be used to trigger data transmission.
Error and exception handling  The system shall log all errors and exceptions. The system shall identify all errors and exceptions. Network errors and ordinary circumstance seem the same to the central station.

Adaptability  The system shall support different acquisition systems including strain gage, corrosion, acoustic emission, and ultrasonic sensing and different transmitting networks (VPN, satellite or dial in).

Flexibility  The system shall be prepared to support voice and visual communication among the sites

2.4 ConnectionAgent

The ConnectionAgent is a smart agent to help the user to setup and carry out communication tasks. While the overall communication requirement in TISEC’s Intelligent Internet Instrumentation could be quite complex, they can all be built on a small set of basic communication services.

The ConnectionAgent provides the following basic services

- Receive data/information from another system remotely
- Send data/information to another system remotely
- Control the field Data Acquisition System remotely
- Share data/information with peers

over different communication links. The ConnectionAgent will provide a set of unified application-programming interfaces (API) that will enable any application program to perform the tasks outlined above with minimal programming or interface effort. The ConnectionAgent should provide setup wizards to make the GUI more user-friendly and intelligent.

The ConnectionAgent will handle all the communication related setup, login, verification, encryption, hand shaking and data transmission. The ConnectionAgent is kind of a mini-server once started and it sits there and serves calls made by different programs to setup and handle the communication details.

2.4.1 ConnectionAgent - Functionalities

ConnectionAgent, as a SIM-o-IP component, acts as an interface between Data Acquisition System (DAS) and the central system hosting the intelligent component for condition identification and fault diagnosis or any peer system. It is the agent that communicates the data and control between these entities. It communicates remotely through communications media such as the Internet and thereby control and manage the remote Data Acquisition Systems (DAS). In adding remote data logging of a DAS data stream the simplest and preferred API is to just make a simple file open call and then write the entire AE data stream into it. ConnectionAgent can provide a special file handle that is linked to the target receiving machine and forward all the data write to this file handle and transmit it to the target machine without the end user worrying about how it is done. While we are not talking about using the file handle literally, nonetheless that is the kind of simple API that ConnectionAgent is supposed to provide.

Splitting the communication setup, data transfer handling, encryption and verification from the application program, provides a simple and clean interface from the application program’s point of view. All the application program has to worry about is to call a function to open the communication channel and write to the open channel to send data or read from the channel to receive data. This is important, especially for the ISPIR project because many of the ISPIR partners have their own proprietary software and we don’t want to get into the details of how they program their software. The simpler the ConnectionAgent API, the better for the end user.
2.4.2 ConnectionAgent - Requirements and specifications.
- Capabilities of sharing data between itself and Data acquisition System (DAS).
- Capabilities of sharing data between itself and central station or any peer system.
- Capabilities of supporting the TISEC assumptions and dependencies (2.7).
- Capabilities to act like a peer-to-peer
- Capabilities of supporting multi-connections

2.4.3 ConnectionAgent - Constraints
Field control and data monitoring can use different Data Acquisition System (DAS). To maintain this adaptability, the best ConnectionAgent will be a stand-alone executable application working with a specified, documented format of an accessible data/information file on the DAS. This strategy minimizes any need to modify the DAS, the central system or any peer system.

2.5 System access
2.5.1 Management-Side System Access
System access for General Users, Owner/Operators, Monitoring System Contractors, System Operators and Monitors and Regulatory Observers is through the main system portal through
- its own URL
- through links from relevant sites. These links include
  ✓ tisecc.com
  ✓ wavesinsolids.com
  ✓ supericepak.com
  ✓ fox-tek.com
  ✓ and an NRCan site

Links will direct the browsers to the main Web page for all systems being monitored at the central station. The main page for the a specific system such as the ISPIR fiber-optic monitoring system where access to pipeline monitoring applications is provided is shown below. Access to the protected part of the site is obtained by clicking on the “Member’s Page” button on the left.

After entering the User Name and Password, the user accesses the Members or Users page. This page for the ISPIR system is shown below and provides access to background information on ISPIR and the ensemble of sites being monitored by ISPIR
The user selects the specific system to be queried such as an NRCan laboratory setup or a Syncrude, PanCanadian or Saudi Aramco field installation. Upon satisfying identification and password criteria, the management-side user accesses the monitoring system of interest. It contains general information for the user, this case project information, and a link to the system management page.

The system management page offers five options:

- Display current real-time data and status
- Display condition assessments, diagnoses and recommendations
- Set up or adjust instrument settings through the central station
- Set up or adjust instrument settings by direct access
- On-line help and user administration

2.5.2 Central Station Access

The central station is accessed only at the host station by authorized users. For the system administrator the system provides the following functions:

- Add user account
- Modify or delete user account
- Monitor running of the system
- Set up and initialize connection

The knowledge engineer carries out the following functions:

- Add knowledge to the knowledge base
2.6 Positioning of ConnectionAgent

The ConnectionAgent has been designed to provide an enhanced capability for instrument interfacing over the Internet. Candidate commercial packages that perform some of the required functions required for TISEC systems were examined in detail to determine if they could meet TISEC requirements. Their essential features are outlined below. The products reviewed include:

- Traditional Client/Server model
- pcAnyWhere
- LapLink
- Timbuktu Pro
- WinVNC
- Windows XP professional
- Remote Desktop
- JINI
- GnuTella
- Freenet
- Others

2.6.1 Traditional Client/Server model

The Client/Server model is an application that makes intensive use of the server. Any operation the client needs to be done on a remote DAS site must be passed by the server. It also does not have the possibility of directly contacting the remote DAS site without passing by the server. This method accumulates the data/information from all the remote DAS sites at the same place (i.e., the server). Later, the client can ask for data/information for its own use or the server can warn the clients that they have data/information to be fetched. The latter choice is more difficult to realize and implement because in the Client/Server method, the Server would normally wait for a request from Client and it is not really a true bidirectional communication.

2.6.2 pcAnyWhere

Symantec’s pcAnywhere™ 10.5 supports all 32-bit Windows operating systems, including Windows XP. pcAnywhere lets you connect to office PCs or servers to transfer files or run applications. It’s fast, secure, and provides easy remote access. pcAnywhere lets you control remote machines and manage servers remotely. With security features, including authentication methods, mandatory passwords, serialization, integrity checking, and enhanced logging tools, pcAnywhere can be safely deployed in any environment. A Web deployment tool and documentation and other popular deployment methods are included. Its design ensures high performance at any connection speed, across a wide range of connection methods— including standard modems, ISDN lines, TCP/IP and SPX networks, cable, and infrared connections.

2.6.3 LapLink

LapLink has much the same capability as pcAnyWhere as well as its PCsync 3, a file management utility that connects multiple computers. PCsync makes it easy to migrate settings, transfer files, synchronize folders, share files and even play multi-player games with another PC. PCsync 3 can remotely send and access documents on a PC from any Internet browser, via Surf Up. The Surf Up feature allows you to remotely access a computer’s PCsync shared folder from any remote PC running Internet Explorer 4.0 or Netscape 6.0 or later versions.

2.6.4 Timbuktu Pro

Timbuktu Pro for Windows 4.5 is cleaner, leaner, and more logically organized than pAnyWhere or LapLink. Timbuktu doesn’t have the pcAnywhere or LapLink suite of controls, or its encryption and authentication features, but the Netopia features program can access a PC over the Net via the computer’s primary e-mail address that works around a host’s ISP’s dynamic IP address assignment. With its Flash Notes (instant messaging) service, you can attach and send files to the other PC.
2.6.5  **WinVNC**  
Developed by AT&T’s U.K. research center for accessing in-house PCs, WinVNC is flexible, and stable, and its viewer can run on many different platforms. But it clearly wasn’t written for the commercial market. Its own manual admits that it isn’t very secure. You can’t transfer items, sync files, or open a chat session. The program has a decent set of access and security controls, but you have to edit Registry keys to use some of them. It is not a commercial option.

2.6.6  **Windows XP remote Desktop**  
Windows XP does have the build-in remote access mechanism called “remote Desktop”. It works at some point like any other remote access software packages, but this implies that all of the machines run with this operating system.

2.6.7  **Commercial Software Drawbacks**  
We can’t rely on these proprietary software packages for development of our system because none has a programming extension that we can use to deal with TISEC’s range of custom systems like ISPIR, TRADE, DynaDie and Helius. As a monitoring system domain, we need some intelligence on fetching data/information and making it available automatically to the concerned people for decision making. Since we will have to support multiplatform corporate networks this type of system will not meet the requirements. In addition, the Windows XP Remote Desktop has the additional inconvenience that all systems on the network may not be running XP.

2.6.8  **JINI**  
JINI network technology provides a simple infrastructure for delivering services in a network and for creating spontaneous interaction between programs that use these services, regardless of their hardware and software implementation. JINI is a standard for services and devices to talk to each other primarily for a local area network (LAN). There are bridges in JINI to allow communication to a local network from another, but the path is usually to a specific service in the network. SIM-o-IP requires a technology that is less concerned with the network boundaries and less likely to target a specific device or computer. It should work locally and across the Web.

2.6.9  **Gnutella**  
Gnutella was developed by AOL’s Nullsoft division and was released as an open-source alternative to Napster. The project was canceled and AOL removed support. AOL could not support a system that allowed un-metered moving of copyrighted material. However, a community of developers outside AOL already had the source code and the project continued to grow, even spawning several commercial companies.

Gnutella was originally created as a tool to search for and transfer information. Gnutella is more of a collaboration application than it is a platform for P2P applications. Gnutella is being used to create P2P applications, but these are secondary to its original and more popular purpose of sharing files.

Gnutella compartmentalizes P2P services and each node is essentially identical. In SIM-o-IP, a peer can be a relay, a rendezvous, and/or provide a variety of network available services. This means that super nodes can be created that can optimize the bandwidth of the network. Gnutella suffers from the fact that the interconnected network causes all the peers to participate equally, even though peers vary in capacity and bandwidth. Gnutella’s community is debating whether the network can scale because of these issues. SIM-o-IP needs to able to scale with configurable and specialized peers. In addition, SIM-o-IP will have to support protocols other than HTTP, such as TCP and IP broadcasting, whereas Gnutella uses only HTTP, to be able to choose the most efficient protocols for each situation.
2.6.10 Freenet
Freenet is a variation on file sharing using a peer-to-peer model. Freenet was created to implement the protocol described in Ian Clarke’s paper “A Distributed Decentralized Information Storage and Retrieval System.” Freenet claims that content can be published and read without fear of censorship because individual documents cannot be traced to their source. In addition, because of the distribution, it is also difficult to determine who is reading information. While Freenet is P2P, it is not a generalized platform for P2P applications. The design is dedicated to content and the idea that publishers and readers are anonymous.

2.6.11 Others
There are other incarnations of P2P networking. In addition to these more successful examples, other P2P protocols are appearing as well as self-contained P2P applications such as Morpheus and there will be others. Some use instant messaging platforms as a backbone for P2P communications. In fact, Microsoft’s Hailstorm can use instant messenger. In the future, there may be more applications that use an instant messenger infrastructure because instant messaging platforms provide a platform that gets around firewalls.

2.6.12 ConnectionAgent
This comparison shows there are many different types of P2P platforms. Each was created with a specific goal in mind. ConnectionAgent will handle a variety of applications as a generic multi-purpose networking tool supporting multi-platforms. It will be developed with JAVA to deploy a cross-platform interface for all of TISEC products. It will be developed as a set of open, generalized peer-to-peer (P2P) protocols, defined as XML messages, that allow any connected device on the network ranging from cell phones and wireless PDAs to PCs and servers to communicate and collaborate in a P2P manner. It is envisaged that many peers will not be PC based, but that they will be either enterprise systems or small instrument-based DASs. Its peers create a virtual network where any peer can interact with other peers and resources directly even when some of the peers and resources are behind firewalls and NATs or are on different network transports.

2.6.13 Connection Agent Functions
The first component of SIM-o-IP is the ConnectionAgent. This component, as its name implies, is central to all activities that would be managed by this project. Thus the initial effort on this part of the project has been concentrated on this particular module.

ConnectionAgent is planned to have the following properties:
1- Have the capability to communicate in the “peer-to-peer” fashion.
2- Support TCP/IP protocol.
3- Support HTTP protocol.
4- Have the capability to create a peer group “level 1”.
5- Have the capability to create a peer group “level 2”.
6- Have the capability to create a peer group “level 3”.
7- Have the capability to control the behaviors of the remote Data Acquisition System (DAS).
8- Have the capability to send data to remote Data Acquisition System (DAS).
9- Have the capability to extract data from remote Data Acquisition System (DAS).
10- Have the capability to be platform independent.
11- Have the capability to communicate through firewall.
12- Have the capability to support the RS-232 communication protocol.
13- Have the capability to support the parallel port.
14- Have the capability to chat.
15- Have the capability to generate “Report”.
16- Have the capability to print “Report”.
17- Have the capability to send “Report” through e-mail.
18- Have the capability to login “to join group”.
19- Have the capability to logout “to leave group”.
20- Have the capability to set up the JXTA links through ConnectionAgent Interface.
21- Have the capability to have its own routers and relays.
22- Have the capability to run SIM-o-IP from WEB.
23- Have the capability to communicate with different Data Acquisition System (DAS) software packages.
24- Wireless communication capability.
25- Adaptability.

2.6.14 Functional Descriptions
Some of the functional item titles are self explanatory. Details on others are provided below.

**Item #1 of ConnectionAgent Specifications:**
*Have the capability to communicate in the “peer-to-peer” fashion.*
“Peer-to-peer” communication allows peers in the group to communicate in the “one to one” fashion. It means that communication between any two peers can be established without the intervention of the third medium like a centralized server that is used for the sake of authentication or whatever. For this reason, SIM-o-IP has adopted the “peer-to-peer” protocol as the mean of communication among its members through its ConnectionAgent module. By using “peer-to-peer” protocol, SIM-o-IP will identify its member as a peer. For this reason, we can interchangeably refer to SIM-o-IP’s member as “member” or “peer”. And also, SIM-o-IP’s main purpose is to establish the communication with member that is usually a remote Data Acquisition System (DAS), we can refer to SIM-o-IP’s member as “member” or “peer” or “DAS” in the subsequent discussion.

**Item #2 of ConnectionAgent Specifications:**
*Support TCP/IP protocol.*
SIM-o-IP does support TCP/IP protocol. It uses this protocol to establish the communication between any two members in the SIM-o-IP’s group. This is a “one to one” communication.

**Item #3 of ConnectionAgent Specifications:**
*Support HTTP protocol.*
SIM-o-IP does support HTTP protocol. It uses this protocol to allow any member in the SIM-o-IP’s group to communicate with other member(s). This is a “one to many” communication.

**Item #4 of ConnectionAgent Specifications:**
*Have the capability to create a peer group “level 1”.*
SIM-o-IP has the capability of creating peer groups through its ConnectionAgent module. Each group, essentially, consists of a remote Data Acquisition System (DAS). This level has no private group, no sophisticated authentication, apart from “Name” and “Password”.

**Item #5 of ConnectionAgent Specifications:**
*Have the capability to create a peer group “level 2”.*
Create peer group in private network with enhanced authentication. In the immensity of the internet’s world and specially “peer-to-peer” protocol, “Being part” of a group, takes a large sense for this capability. SIM-o-IP re-enforced this notion by having a more formalized and systematic way of submitting for membership. This little convenient assures to SIM-o-IP’s memberships to exercise their rights of using SIM-o-IP with a group of people who have the same interests. SIM-o-IP lends itself as “application” for small groups. And small group in SIM-o-IP means speed and ease of membership’s management.
**Item #6 of ConnectionAgent Specifications:**
*Have the capability to create a peer group “level 3”.*
Create peer group in private network with data encryption. Like all applications that make use of internet, security is the criteria that should take into account. Not only it should help assuring data integrity during data transferring through internet, it also makes sure that the right person does receive the right information. SIM-o-IP implements “level 3” by using the contemporary technologies concerning “data encryption”. And at the same time, SIM-o-IP leaves the door open for add-on technologies. Data encryption technologies like: MD5, RSA, RC4 and the combinations of these technologies are in the order.

**Item #7 of ConnectionAgent Specifications:**
*Have the capability to control the behaviors of the remote Data Acquisition System (DAS).*
SIM-o-IP has established its own communicate protocol to exchange information between its remote Data Acquisition System (DAS) through its ConnectionAgent module. This protocol has a generic pattern designed to support eventually different kinds of Data Acquisition System (DAS). For the time being, some patterns have been developed to support RS-232 protocol, some patterns have been developed to control the behavior of remote DAS. This is an incremental development along with SIM-o-IP. The basic and generic commands for control DAS’s fields consist of: INCR, DECR, FAST, SLOW, etc. SIM-o-IP keeps adding these capabilities through the use of “Command Pattern”.

**Item #8 of ConnectionAgent Specifications:**
*Have the capability to send data to remote Data Acquisition System (DAS).*
This is one of the strength of SIM-o-IP. Any peer in SIM-o-IP group, have the capability to communicate to any other peer in the group and have the capability to send data to or extract data from that peer. It means that you can, from any peer, takes control of any other peer. At least two capabilities of data transferring were supported: file transferring, per-request transferring.

**Item #9 of ConnectionAgent Specifications:**
*Have the capability to extract data from remote Data Acquisition System (DAS).*
This is one of the strength of SIM-o-IP. Any peer in SIM-o-IP group, have the capability to communicate to any other peer in the group and have the capability to send data to or extract data from that peer. It means that you can, from any peer, takes control of any other peer. At least two capabilities of data transferring were supported: file transferring, per-request transferring.

**Item #10 of ConnectionAgent Specifications:**
*Have the capability to be platform independent.*
SIM-o-IP is developed with the objective of support different platforms. This is because DAS devices could be running in any operating system: WINDOWS, UNIX, LINUX, or any special equipments. For this reason, SIM-o-IP was developed with the tools that lend itself to these changes.

**Item #11 of ConnectionAgent Specifications:**
*Have the capability to communicate through firewall.*
SIM-o-IP does support HTTP protocol through its ConnectionAgent module. This is a high level language and is a WEB based language. Any application, that uses this protocol, can easily get through the firewall as this protocol will not be filtered by the firewall. And so does SIM-o-IP.

**Item #12 of ConnectionAgent Specifications:**
*Have the capability to support the RS-232 communication protocol.*
SIM-o-IP does support the RS-232 serial communication protocol through its ConnectionAgent module. This is one of the SIM-o-IP capabilities used to support any Data Acquisition System (DAS) that makes use of serial port as a medium to communicate data to SIM-o-IP.
Item #13 of ConnectionAgent Specifications:
Have the capability to support the parallel port.
SIM-o-IP does support parallel port. But, for the time being, this effort has been deferred to other higher priorities tasks.

Item #14 of ConnectionAgent Specifications:
Have the capability to chat.
This “chatting” capability allows SIM-o-IP to give an “online assistance”. No extra phone line is necessary.

Item #15 of ConnectionAgent Specifications:
Have the capability to generate “Report”.
Status: 0% completed

Item #16 of ConnectionAgent Specifications:
Have the capability to print “Report”.

Item #17 of ConnectionAgent Specifications:
Have the capability to send “Report” through e-mail.

Item #18 of ConnectionAgent Specifications:
Have the capability to login “to join group”.

Item #19 of ConnectionAgent Specifications:
Have the capability to logout “to leave group”.

Item #20 of ConnectionAgent Specifications:
Have the capability to set up the links through ConnectionAgent Interface.

Item #21 of ConnectionAgent Specifications:
Have the capability to have its own routers and relays.

Item #22 of ConnectionAgent Specifications:
Have the capability to run SIM-o-IP from WEB.

Item #23 of ConnectionAgent Specifications:
Have the capability to communicate with different Data Acquisition System (DAS) software packages.
This is an important of SIM-o-IP capability. SIM-o-IP is a remote monitoring platform that unifies diverse Data Acquisition System (DAS) to be controlled and have data extracted through the used of contemporary technologies like TCP/IP and HTTP.

Item #24 of ConnectionAgent Specifications:
Wireless communication capability.
Status: 80%
As SIM-o-IP supports internet protocols, it takes all of the advantages that these technologies could provide and one of these advantages is “wireless communication”. SIM-o-IP makes use of this available technology to fetch its NDT’s data from the location where accessibility is reduced to minimum.
Item #25 of ConnectionAgent Specifications:
Adaptability.
Status: Open
SIM-o-IP is an application that lends itself easily to others systems due to its neutral applicability and its uses of standard communication protocols. Any specific Data Acquisition System (DAS) can be incorporated to SIM-o-IP with the minimum of time.

2.7 ISPIR User Category Assignments
In the ISPIR project, the following organizations are associated with each category:

<table>
<thead>
<tr>
<th>Organization</th>
<th>Role</th>
<th>Category</th>
</tr>
</thead>
<tbody>
<tr>
<td>TISEC Inc.</td>
<td>Monitoring system contractor</td>
<td>Field and engineering personnel</td>
</tr>
<tr>
<td>Fox-Tek</td>
<td>Monitoring system contractor</td>
<td>Field and engineering personnel</td>
</tr>
<tr>
<td>NRCan</td>
<td>Monitoring system contractor</td>
<td>Field and engineering personnel</td>
</tr>
<tr>
<td>University of Ottawa</td>
<td>Monitoring system contractor</td>
<td>Field and engineering personnel</td>
</tr>
<tr>
<td>Syncrude</td>
<td>Structure owner/operator</td>
<td>Quality control</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Operations</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Maintenance</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Management</td>
</tr>
<tr>
<td>PanCanadian</td>
<td>Structure owner/operator</td>
<td>Quality control</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Operations</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Maintenance</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Management</td>
</tr>
<tr>
<td>Saudi Aramco</td>
<td>Structure owner/operator</td>
<td>Quality control</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Operations</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Maintenance</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Management</td>
</tr>
<tr>
<td>U.S. DOT</td>
<td>Project Participants</td>
<td>Engineering personnel</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Management personnel</td>
</tr>
</tbody>
</table>

2.8 SIM-o-IP components
SIM-o-IP has two basic components, its communication and interface capability and its knowledge base. The communications system includes both the transmission of data, queries and decision-support information and the tools used by the user community to monitor and interpret data and to react to fault conditions. The knowledge base stores the competency required to diagnose pipeline condition and to develop recommendations for corrective actions. It is accessed through the communications system interface.
2.9 ISPIR data and information flow chart

The overall ISPIR system from sensor to decision support is shown in the figure below.

![ISPIR System Diagram](image)

**Figure 1. ISPIR System Diagram**

The fiber-optic monitoring system sends a time-stamped strain and temperature data stream to the knowledge system whose objectives are to

- Detect a fault condition
- Determine the cause of the condition and evaluate its severity
- Propose actions to correct the fault and/or to mitigate its effects.

This information is shared in a peer-to-peer, controlled-access community of users in the owner-operator community responsible for the structure. This community includes the on-site monitoring instrumentation and includes the Internet for communications.
2.10 SIM-o-IP System Map and Components

The SIM-o-IP System is designed to host an unlimited number of applications from bridge and railway rail monitoring to pipelines and the TISEC SWIM series of ultrasonic and acoustic emission applications. The system map below shows the system structure for the ISPIR pipeline monitoring system. This structure is replicated in the other applications.
2.11 SIM-o-Ip ISPIR Access

2.11.1 ISPIR Home Page
The ISPIR Home Page shown below is the ISPIR community portal from which secure user entry to the community is accessed. The user accesses the secure part of the site by clicking the Secure User Access button on the left. In addition, during the course of the project, this page will provide access to general project background and progress information. When the project is complete, this information will be consolidated into a background knowledge base.

Click Secure User Access to enter the secure part of the ISPIR site.

Clicking the Secure User Access button will take you to the ISPIR Sites Page shown on the next page. To proceed further from this page into the ISPIR Sites Page requires that a password be entered on the box that appears on the screen as shown on the right.
2.11.2 ISPIR Sites Page
This ISPIR Sites page lists the systems that are currently being monitored by the SIM-o-IP system. Another level of security is provided that only permits access to those systems for which the user is authorized.

When the system to be worked on is selected, you get its main page as shown on the next page for the NRCan Laboratory pipe.

2.11.3 Site Home Page
Each site has its own home page that gives access to the four standard site functions shown in the figure below.
2.11.4 Data Acquisition System Control Page

The data acquisition system (DAS) control has four basic functions:

1. Set up and adjust DAS instrument settings before and during a test
2. Perform operational checks
3. Calibrate and perform calibration checks
4. Back up and archive data

The first three of these functions are carried out by the through a replication of the instrumentation interface at a remote site. The fourth function is performed by a system administrator at intervals and locations designated by the owner/operator.

2.11.5 On-Line Monitor Page

The on-line monitor page will access the data base and construct real-time displays of temperature and stress as a function of time. This page will also have the ability to display, if available, parametric data such as operating pressure and flow rate for correlation with strain and temperature.
2.11.6 System Status Page

The system status page shows trending data, detection of thresholded variations, and correlations to parametric data. The system will first use the data obtained over time to establish a baseline pipeline operating status. It will then use the sign and magnitude of deviations from baseline conditions as well as spatial and temporal distributions of the data to provide interpretations of the cause of the fault condition and its severity.

Threshold and excursions and temporal and spatial data distribution will be used along with operations and environmental context information from the knowledge base to diagnose the source of the fault condition.

2.11.7 Recommendations Page

Combining the raw sensor data, context information and fault diagnoses with maintenance knowledge and procedures from the knowledge base, the recommendations page will interact closely with the user to develop action recommendations. This page will also generate automatic alerts and send them to designated community users.
2.12 Knowledge Base

2.12.1 Interpretation Requirements

Since the sensing methods simply detect strain and temperature, supplementary information is required to identify which of the above conditions is causing the strain excursion. It is the objective of the knowledge-based component of the ISPIR system to provide such an interpretation and identification. Although not all of these will be detected in each application, the conditions to be identified by the fiber optic sensing system include:

- pressure loss
- pipe buckling
- pipe bending due to ground settling
- pipe wall rupture and leakage
- generalized pipe wall thinning due to corrosion and erosion
- discrete corrosion pitting

This subsystem will include certain modules that can be implemented algorithmically such as structural models that account for bending, wall thinning, buckling limits, thermal loading and the presence of cracks. These structural models, built into the software, provide a means of comparing incoming data with model analysis to alert the user to possible failure conditions. In addition, the system will include a set of logical and heuristic rules for data interpretation.

The knowledge base can use data provided by two different strain measurement technologies, the Long Gage and the Brillouin Gage. The algorithmic component for the Long Gage is shown below.

2.12.2 Long Gage Knowledge System

Fiber-optic strain gages can be mounted in several different configurations including axial, circumferential and spiral mountings. Of these, it is anticipated that the axial and spiral configurations will be most common for inspection of long lengths of pipe. Thus, this information must be supplied to the knowledge base for each monitoring site.

2.12.2.1 Algorithmic Component

To apply decision making theory to the sensor data, we need to establish the following inputs:

- Model equations for pipe phenomena:
  - external surface axial (X) and hoop (Y) strains for internal pressure
  - change in X and Y due to wall thinning
  - X and Y for axial compression loading
  - X and Y for axial compressive buckling of pipe
  - X and Y for bending moment loading
  - X and Y as a function of temperature of pipe, including gradients due to internal/ external temperature differences
  - X and Y for critical pitting hole sizes as a function of depth through wall.

- For given pipe material, geometry, corrosion/erosion depth and loads (thermal and physical), determine allowable values of X and Y under nominal acceptable limit conditions—these values become the threshold limits.

- For known values of the loads and pipe geometry, undertake tests in NRCan and the U. Alberta labs to correlate parameter changes as a function of load and geometry using different sensor configurations.
3 FIBER-OPTIC LONG-GAUGE STRAIN MEASUREMENT SYSTEM

3.1 System Elements
The major elements required to define a fiber optic sensor system for pipeline applications are:

- Fiber optic sensors
- Optical fiber backbone
- Installation procedures / sensors and backbone
- Sensor measuring instrument
- Communication link to DAQ
- Software for interpreting data
- Data Storage and Retrieval (Strain and Temperature)

These elements are shown in the figure on the right.

3.2 Fiber-Optic Sensors
The FT sensors to be used on the pipeline are made from single mode standard telecom optical fiber, connected to single mode jacketed lead optical fiber as shown below. The interface (FT connector) is specially designed by FOX-TEK. The figure below shows a sensor assembly.
The strain resolution and strain range can be determined as a function of sensor length from the figure on the right.

3.3 Optical Fiber Backbone

Three types of single mode multifiber cables will be used, depending on the application and requirement for protective jackets. These are described below (from Optical Cable Corp.):

Armoured Cable DX-Series

Direct burial and aerial applications
Corrugated steel tape – protects against rodents
Available in 8 – 24 colour coded strands
Flexible, rugged, good for long cable pulls
Weight: 8 strand = 33 kg/km

FRP Armoured Cable

Fiberglass rodent protection
For surface installation in conduits
Not for burial applications

D-Series Military Cable

Extra rugged, crush resistant, flexible
Excellent chemical resistance
Not for burial—surface installations
3.4 Installation Procedures

OPTICAL FIBER BACKBONE:
Buried Pipe: use Armoured Cable DX Series, with split outs to connect sensors at required locations along pipeline
Elevated Pipe: use FRP Armoured cable with split outs, mounted along bottom of pipe with flexible ties
External Pipe Sections in High Traffic Areas: use D-Series Military Cable

SENSOR CONFIGURATIONS:
Axial, hoop, spiral, combinations
Bare fiber or fiber enclosed in thin walled, flexible steel tubing
Fusion bond sensors to Optical Backbone Cable fibers (colour coded)

PIPE SURFACE PREPARATION:
Uncoated / Polymer Coated Pipe:
- Remove surface scale/contaminants/etc using steel brush or grinder
- De-grease and clean surface with solvent such as alcohol
- Re-coat pipe surface after sensor installation (for coated pipes)

ADHESIVE:
Tack bond bare fiber sensor ends with Loctite quick set epoxy, with sensor under prescribed pre-tension
AE 10 –for bonding bare fiber to uncoated steel pipe, and for polymer coated pipe
Spot Weld steel tubing tabs to steel pipe (for sensors enclosed in steel tubing)

SURFACE PROTECTION:
Silicon environmental protection overcoat on bare fibers after bond has cured
Option: use an overcoat of M-brace epoxy for crush protection if required

3.5 Sensor Measuring Instrument

For long gage sensors, the FTI 3300 8-channel instrument will be employed, as shown in the photograph below.

![FTI 3300 8-Channel Sensor Scanner](image)

Detailed specifications for this instrument are given in the table below.
The FOX-TEK FTI-3300 instrument is designed to measure changes in displacement of the FT sensor, which is effectively a fiber optic extensometer. The instrument is equipped with 8 input channels, in a 19” rackmount configuration. The instrument will read any three of FOX-TEK’s suite of seven standard FT sensor lengths – 0.1m, 1m, 2m, 5m, 10m, 20m and 30m - as specified by the customer. The default configuration will read the 0.1m, 1m and 5m sensor lengths. A custom option is available to incorporate other sensor lengths (5cm to 100m) into the instrument if required.

The system operates by scanning the attached sensor for a change in the reflected intensity of light, and recording the location at which that signal was detected. Any changes in sensor length can be detected by the shift in the signal to a different displacement location, which is detected and recorded by the instrument.

### 3.6 Communications Link to Data Acquisition System

The FTI-3300 unit has two modes of operation – stand-alone, and PC controlled. In the stand-alone mode, the user controls the unit through the front panel buttons. In the remote control mode, a PC connected to the unit can be used to control the device using the FOX-Ware control software or a standard terminal program.

The FTI-3300 unit has a standard 9-pin RS-232 serial port for connecting to a PC. A standard serial cable is required to connect the unit to the monitoring computer. To ensure a successful connection, the serial (COM) port settings of the connected PC must be set to the following:

<table>
<thead>
<tr>
<th>Setting</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>BAUD Rate</td>
<td>9600</td>
</tr>
<tr>
<td>Data Bits</td>
<td>8</td>
</tr>
<tr>
<td>Parity</td>
<td>N</td>
</tr>
<tr>
<td>Stop Bit</td>
<td>1</td>
</tr>
<tr>
<td>Flow Control</td>
<td>Xon/Xoff</td>
</tr>
</tbody>
</table>

### 3.6.1 Receiving Data and Saving Using a Terminal Program

Communication with the FTI-3300 is possible via a standard Windows-based terminal program (e.g. HyperTerm). Remote control of the unit using a terminal program is however not possible in the stand-alone operating mode, as only the front panel buttons are active. However, once the serial parameters are set correctly, it is possible to receive data from the unit in the stand-alone mode. To transfer data to the PC, press the data transfer key (Down key) at the appropriate time (when the result is displayed onscreen).
The FTI-3300 will send formatted ASCII data to the RS232 port, consisting of the active channel and the displacement, in the following format:

\[
\text{CHANNEL 4, DISPLACEMENT} = 25764.4
\]

### 3.6.2 Remote Control Using a Terminal Program
The FTI-3300 uses a simple set of commands to operate in remote mode. In remote mode, all front panel buttons (except the STOP button) are disabled, and the unit will only accept remote commands.

To enable remote communications, connect the PC to the FTI-3300 unit using the supplied RS232 cable and launch the communications/terminal program. Power up the FTI-3300, wait until the power up tests are completed and press the UP button on the front panel when the “Remote/Front Panel” operating mode selection menu appears. When this selection (Remote) is made, the unit will then send a “CHAN:” prompt to the terminal screen, indicating that it is ready to receive commands.

The unit only has two prompts, “CHAN:”, and “COMMAND:”. CHAN prompts the user to input a channel number to be scanned, and COMMAND prompts the user input a command to either begin the scan or shutdown the system.

All inputs are in the form of simple integers, with CHAN having a valid range of 0-8, and COMMAND having a valid input range of 0-1. Any values entered outside these ranges will cause the unit to repeat the prompt until an acceptable value is input. Entering ‘0’ as a value to either prompt will cause the system to perform a shutdown (similar to pressing the “STOP” button on the front panel of the unit). Entering a ‘1’ as a response to COMMAND will initiate the scan on the unit. Once a scan is complete, the unit will output the result in the following form:

**Channel #, Displacement (in microns)**

When ‘0’ is input and the system shuts down, the unit will output an “EXIT” message once the shutdown is complete. Power to the unit can then be disconnected.

The above shows a screen capture from a HyperTerm session with the unit in Remote mode. Note the repeated prompts for incorrect entry values. The results show a reading of 4249.2 µm on Channel 6, and a reading of 1856.8 µm on Channel 3.
3.7 FOX-Ware Remote Control and data Collection Software

FOX-Ware software is provided with the FTI-3300 unit to facilitate automated control and data collection using a Windows-based PC connected to the instrument. The software, of which the main screen is shown on the right, allows for automated scanning and data storage at specified intervals, to automate remote monitoring of structures with FT sensors. The software scans selected channels at specified intervals, storing the data in a text file for later analysis, as well as displaying the results on-screen in real time.

FOX-Ware allows unattended remote monitoring by using commercial off-the-shelf remote control software such as PC Anywhere, as long as there is a PC onsite connected to the FTI-3300 unit running FOX-Ware. Using the PC Anywhere program, the user can take remote control of the onsite PC (with FOX-Ware) and perform the monitoring and control tasks from his or her remote office location. However, the initial start-up communications test procedure must be done onsite with the local PC (as described in the following sections), before attempting remote communications.

3.7.1 Connecting with FOX-Ware

To ensure trouble free communications, FOX-Ware asks the user to follow certain procedures during the start-up phase of the FTI-3300 unit. The software sends certain commands to the instrument and analyzes the responses to ensure that proper communication has been established. The software has some pop-up screens that instruct the user to follow certain steps with the FTI-3300 unit as it proceeds through the communication checks. The basic system requirements for FOX-Ware are:

- Pentium II-300 or higher, running Windows 95, 98 or Windows 2000
- 64MB RAM
- 25MB free disk space (plus additional space as required for data storage)

The initialization procedure for FOX-Ware is as follows:

1. Connect the FTI-3300 to an available COM port on the PC using the supplied RS232 serial cable
2. Power up the FTI-3300, wait until the boot up screen on the right is displayed, and then press the Stop button immediately. Wait until the box displays “Shutdown Complete – Turn System Off”
3. Launch the FOX-Ware software (by double-clicking on the FOX-Ware icon). The software will then pop up the dialog box on the right.
4. Select the appropriate COM port (of the PC which is connected to the FTI-3300) on the COMM Check dialog box and then press OK
5. Select the appropriate COM port (of the PC which is connected to the FTI-3300) on the COMM Check dialog box and then press OK
6. The software will then pop up another dialog box shown on the right.
7. Restart the FTI-3300 unit, complete the Pre-Scan procedure and select the “Remote” option from the “Remote/Front Panel” menu (by pushing the UP button).
8. Press OK on the dialog box when the “Remote Control Active” message appears on the FTI-3300 display. This completes the communications handshaking procedure.

Once the communication check is over, the main FOX-Ware screen will be displayed. The communication status will be displayed by the COMM status indicator light on the screen as shown on the right. If the COMM Failed display is active, then the software was unable to communicate properly with the FTI-3300. If this occurs, please re-check the cable connecting the PC with the unit, exit FOX-Ware and repeat the above procedure from the start to ensure proper communication.

3.7.2 Operating with FOX-Ware
There are two main areas of the FOX-Ware screen where user input is required. It is important that all the necessary inputs to the software be completed before pressing the “Start” button to activate the scanning. Once the user has entered all the required information, the system can be set into automatic scanning mode by pressing the START button on the FOX-Ware main screen.

The first area is the channel selection section, where the channels to be scanned during each pass are selected. The required channels are selected by pushing the corresponding channel buttons next to the FOX-Ware channel indicators as shown below. The channel indicator light will activate when the system is scanning that particular channel, to give a visual indication of which channel in the pre-programmed scan cycle is active. Any combination of single or multiple channels can be selected for scanning. The digital display under each channel indicator will display the last scan reading for that channel. A complete history of the readings for that channel during each pre-programmed cycle will be displayed on the graphical display on the left hand side of the FOX-Ware main screen below).

The settings/values for the axes of the graphical displays can be edited during operation by clicking on (the text of) the axis values. The default values for the Y-axis (displacement) are 10 to 30mm. Changing the axes’ minima and maxima can help in better visualization of the data.
The second area of the FOX-Ware screen requiring user input is the “Automated Scanning Parameters” section on the right. These parameters include the filename in which FOX-Ware will store data, as well as the interval between scan cycles and the number of scan cycles to be repeated during the automated sequence. Each channel selected using the channel selector will be scanned during each scan cycle, so the total number of scans performed by the system during an automated session will be: No. of selected channels x No. of scans per channel. i.e. each complete scan cycle will scan through all the selected channels sequentially. The scanning interval determines the waiting period between successive scan cycles. There will be no waiting period between scans inside a single scan cycle, as each channel will be scanned as quickly as possible after the completion of the previous scan in that cycle. Default values for the parameters are:

Data Filename: C:\FTI3300.TXT
Scanning Interval: 0.0 minutes (maximum: 1440 minutes, or once every 24 hours)
No. of Scans per channel: 1 (maximum: 1000 scans)

If required, the maximum limits can be changed to suit the user’s operating requirements. Please contact FOX-TEK for further information regarding these modifications.

The FTI-3300 can also be operated in a ‘scan on demand’ fashion through FOX-Ware, with the added convenience of automatically recording data to disk. By setting the scan interval to zero and the number of scans to one (the default values), the system can be operated on demand by selecting individual channels on the channel selector and pressing the START button – similar to operating the instrument using the front panel.

Once all the parameters are entered, press the START button on the FOX-Ware front screen to initiate the preset series of scans. When the FTI-3300 begins a scan, a window with a progress bar will appear to indicate the system preparing to scan.

During the scan, the SYSTEM IDLE indicator will glow orange, and will read - SCANNING. The SIGNAL DETECTED? display to the right of the SCANNING indicator will light up once a signal is detected by the instrument during a scan. Once the scan is completed, the software updates the result on the graphical display as well as the digital readout below the selected channel. The SIGNAL DETECTED? indicators will stay lit after a scan to show which channels were scanned successfully (when a scan is active, the respective indicator will turn off again until a signal is detected). This feature provides a convenient visual indicator as to which channels are active on the instrument.

The “Current Scan” display in the Automated Scan Parameter box helps determine how many scans have been completed and how many scans remain in the pre-programmed cycle.
3.8 Data Storage and Retrieval (Strain and Temperature)

FOX-Ware stores data in a text file (specified in the front panel scanning parameters box), in a columnar, comma-separated format. The default filename for storage is C:\FTI3300.TXT unless this is changed by the user before pressing the Start button. If the filename is changed after scanning is initiated, then FOX-Ware saves the data to the new filename for all subsequent scanning runs, but the scan data up to the point of change will be saved to the old filename. This feature can be used to save data to different filenames to facilitate data archival and organization purposes, as well as to manage file sizes. A screen capture of a typical data file is shown below:

```
2001-08-29, 17:36:02, 1, 8.448000
2001-08-29, 17:36:34, 2, 4.861000
2001-08-29, 17:37:05, 6, 5.121000
2001-08-29, 17:37:48, 1, 7.587000
2001-08-29, 17:38:19, 0, 0.000000
2001-08-29, 17:38:50, 6, 0.000000
2001-08-29, 17:39:33, 1, 2.019000
2001-08-29, 17:40:04, 0, 0.000000
2001-08-29, 17:45:44, 1, 6.509000
2001-08-29, 17:46:16, 2, 5.691000
2001-08-29, 17:46:47, 3, 7.524000
2001-08-29, 17:47:31, 1, 0.000000
2001-08-29, 17:48:03, 1, 0.000000
2001-08-29, 17:59:08, 1, 6.598000
2001-08-29, 17:59:40, 2, 3.231000
2001-08-29, 18:00:24, 1, 7.191000
2001-08-29, 18:00:55, 2, 2.741000
2001-08-29, 18:01:39, 1, 9.792000
2001-08-29, 18:02:11, 2, 6.537000
```

The data are organized into the following format:

**Date** (yyyy-mm-dd), **Time** (hh:mm:ss), **Channel #, Displacement** (mm).

The data is in a standard comma-separated format, which makes it easy to import into any analysis software such as a spreadsheet or database program like Excel or Access.

**Zero Results**

A zero (0.00000) for the scan result indicates that a signal was not detected from that particular channel. While this would be obvious, and easy to check immediately when the system is in stand-alone operating mode (on-site front panel operation), when the system is operating in an unattended or remote location the situation is less clear. While a zero reading may occur occasionally due to various conditions at the site, a consistent zero reading on a particular channel is an indication of trouble with either the sensor or the port on the FTI-3300. If the sensor is not reading properly or has failed, then this usually indicates a problem with the underlying structure, and should be treated seriously. Therefore it is highly recommended that an on-site inspection and diagnosis be performed as soon as possible after the detection of such a problem.
4 FIBER OPTIC PH (FOpH) SENSOR SUBSYSTEM

4.1 INTRODUCTION

This document outlines the definitions, specifications and features of the CANMET pH system for integration with a fiber optic system to produce a fiber optic pH sensor (FOpH). It is a guideline to define and help to modularize the design for progressive implementation phases of the system. This appendix presents an introduction to the system and its context.

4.1.1 Purpose of This Specification

The purpose of this document is to define the requirements and specifications for the pH sensor and its integration to fiber optic transducer. The intended audiences for this document are:

- The FOpH users, so they may review and provide input into the requirements.
- The design team, as this document will serve as the basis for system design.
- The test team, as this document will serve as the basis for system verification and validation.

The structure of this appendix is based on Structural Integrity Monitoring Over IP - SIM-o-IP (Version 1.0) Specifications developed by TISEC on Monday, October 21, 2002. In Section 2, a general description of the CANMET FOpH system is given. Section 3 describes the sensing element development. Section 4 describes the fiber optic backbone system requirements for integrating the FOpH sensor. Section 5 positions FOpH relative to other sensors including FOCO₂ (Appendix IV) and FOMIC (Appendix V).

This document also reviews the current status of the development of FOpH sensor.

4.1.2 System Perspective

The CANMET FOpH system meets a twofold requirement: pH monitoring at discrete locations around the pipelines to:

- Integrate pH monitoring with other chemical (CO₂) and biochemical (SRB) changes
- Integrate pH changes with corrosion rates.

An additional requirement in new systems is to acquire data at several locations and to distribute these data as well as interpretations and decisions based on them to the parties involved in follow-up actions, particularly in a systems maintenance context. It will also permit us to install and evaluate the system at field sites in the future.

4.1.3 Acronyms

MIC  Microbiologically Influenced Corrosion
FOpH  Fiber optic pH sensor
FOCO₂  Fiber Optic Carbon Dioxide Sensor
FOMIC  Fiber Optic Microbiologically Influenced Corrosion Sensor
ISPIR  Intelligent Systems for Pipeline Infrastructure Reliability
SIM-o-IP  Structural Integrity Monitoring over Internet Protocol
SRB  Sulphate Reducing Bacteria
CO₂  Carbon Dioxide
SCC  Stress-Corrosion Cracking
4.2 GENERAL DESCRIPTION

This section specifies the system capabilities and functions, identifies who the users are and outlines the general constraints of the overall system and the assumptions and dependencies considered for the system.

4.2.1 System Capabilities
High-pH SCC occurs at pH in the range of 9 to 10 in the presence of a concentrated carbonate/bicarbonate environment. In the case of near-neutral-pH SCC, the environment is a dilute ground-water containing carbon dioxide, essentially dilute carbonic acid. It is obvious that pH values determine the type of SCC. Therefore, online monitoring of pH will be very useful to develop strategies to mitigate corrosion and SCC.

FOpH is a real time sensor to monitor pH at various locations along the pipeline and to communicate through the fibre optic backbone. Fig. III.1 presents the flow-chart to develop FOpH.

- The sensor monitors the pH and communicates to the fiber optic backbone
- The transducer (fiber optic cables) transmits real-time data to the central station for processing and analyzing.

For management, it is possible to:

- monitor the on-site testing for current real-time pH data
- send instrumentation setup commands to the sensors
- perform operational checks on sensor components and the fiber optic network

4.2.2 System Users
All users of the system can access and/or activate the pH sensor through the fibre optic backbone.

4.2.3 Sensor Configuration
The sensors are attached to the fiber optic backbone at pipeline sites which are being monitored. The sensor configurations may include

- Immobilized sensing element(s) specific to hydrogen ion activity
- Anti-interference layer
- Rugged material(s) for protection of sensing element(s) and anti-interference layer
- A specific coloured casing or housing unit (specific colours for specific sensors)

The back end of each sensor unit is attached to the fiber optic backbone.

4.2.4 Management-Side Configuration
The link from sensors to the management-side users is made through fibre optic cables, developed and field tested by FOX-TEK.

4.2.5 Central Station Configuration
The central station will be established by TISEC Inc.

4.2.6 Sensor Component Availability
The CANMET FOpH sensor has the following requirements:

- Sensing element(s) are active and sensitive at all times.
- Sensing elements are attached at various locations on the fiber optic backbone
• The fiber optic backbone is capable of relaying the signal accurately and immediately from specific sensors to the central station
• The central station should be running at all times.
• Management side users access the system on demand

4.2.7 Assumptions and Dependencies
The CANMET FOpH sensor system has the following assumptions and dependencies:

• While the system monitors pH changes, it is conveniently envisaged that the fiber optic backbone is successfully field tested and accepted by the pipeline community as the mode for monitoring corrosion and stress-corrosion cracking.
• The fiber optic backbone is capable of relaying accurately the signals from different pH sensors and/or MIC or CO₂ sensors attached at various locations on the fiber
• Sensing element requirements could be quite different depending on whether fiber optics or electrochemical or other transducer is used.
• The users can access the sensor unit through the TISEC communication system

4.2.8 Attributes
Security The security of the sensor unit will become part of the overall pipeline network security

Maintainability When the sensor system is down or lost sensitivity, the unit should be easily replaced. Physical access to the site is required.

Useability Requirements The interfaces of the environment/sensor and sensor/transducer should be designed for clear and error-free communication

4.2.9 Design Constraints
Sensitivity/Activity The sensor system should have enough sensitivity and activity for long-term field monitoring

On-Site Testing Sites A field operating protocol will be developed for routine inspection of sensors.

Standard Compliance A standard operating procedure for sensor testing will be developed with some inbuilt standards. This procedure will be used to ensure the sensor meets the requirements.

Service Requirements A host of possible interfering substances will be developed. The extent of their interference will be documented. The role of an anti-interference layer in discriminating the interfering substances will be documented.

Adaptability The sensor shall be incorporated with fiber optic cables for transmission of data.

Flexibility The sensor shall be prepared in a physical form recommended by the fiber optic cable supplier.
4.3 pH SENSING ELEMENT

The sensing element is a smart agent to help the user to monitor the pH and relay the signal to the fiber optic backbone. The sensing element unit provides the following basic services:

- Senses pH changes
- Discriminates other events that might produce similar signals
- Relays the signal to the fiber optic backbone.
- The sensing element is housed in a rugged, coloured unit for field deployment and identification.

4.3.1 Sensing Element - Functionalities

The sensing element acts as an interface between the environment and the fiber optic backbone for pH monitoring. It is actually the agent that is producing the data based on environmental change (i.e., pH) and communicating the data to the fibre optic cable.

4.3.2 Sensing Element - Requirements and Specifications

An Internet search was conducted using DialogWeb, a search engine providing online-based information services to organizations seeking competitive advantages in such fields as business, science, engineering, finance and law. DialogWeb offers organizations the ability to retrieve data from more than 800 million unique records, accessible via the Internet. DialogWeb is a well established information retrieval system.

The search was conducted using as its search parameters the keywords, ‘Fiber Optics’, ‘Carbon Dioxide Sensors’, ‘pH Sensors’ and synonyms for each of these terms. The search returned results from the following databases:

- INSPEC (1969 - present),
- BIOSIS Previews (1969 - present),
- NTIS - National Technical Information Service,
- EI Compendex, SciSearch - a Cited Science Database - 1990 -,
- Inside Conferences,
- EMBASE (1974 - present),
- Wilson Applied Science & Technology Abstracts,
- Energy Science and Technology,
- Aerospace Database,
- PASCAL,
- MEDLINE (1966 - present),
- Electric Power Database , and
- Federal Research in Progress (FEDRIP).

The results of the search were then downloaded into a database filing system called Reference Manager®, and then the results were separated into those applicable to pH sensors and those applicable to carbon dioxide sensors. The list of references that apply to pH sensors are collected at the end of this Appendix.

The commercial availability of FOpH sensors has been determined. Table III.1 gives examples of some sensors that have been found.
<table>
<thead>
<tr>
<th>Analyte</th>
<th>Sensing Element</th>
<th>Sensing Method</th>
<th>Remarks</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hydrogen</td>
<td>Tungsten Oxide</td>
<td>Surface plasma resonant light absorption by thin sensing element</td>
<td>0.2-0.6% gas within 20-30 s</td>
</tr>
<tr>
<td>Hydrogen</td>
<td>Pd-Coated fibers</td>
<td>Bragg wavelength shift by the stress on Pd film caused by hydrogen</td>
<td></td>
</tr>
<tr>
<td>Hydrogen</td>
<td>Pd-based system with a Bragg grating</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Candidate commercial FOpH that perform some of the required functions will be examined in detail to determine if they could meet the requirements. The specific requirements of the sensing element to be selected for CANMET FOpH sensors are:

- Capabilities to react selectively to pH
- Capabilities of relaying the signal to the fiber optic backbone
- Long-term stability
- Able to withstand rugged operations and rough field handling
- Capabilities to withstand pipeline operating conditions, i.e., temperature and pressure fluctuations

4.3.3 Sensing Element - Constraints
Field conditions fluctuate between wet and dry seasons, between snowy and rainy seasons. To maintain this adaptability, the best sensing element will be able to be executable under various climatic conditions.

4.4 SENSOR SYSTEM ACCESS AND SUPPORT

4.4.1 Management-Side System Access
System access for General Users, Owner/Operators, Monitoring System Contractors, System Operators and Monitors, and Regulatory Observers is through the fiber optic backbone and through the TISEC portal.

4.4.2 Central Station Access
The central station is accessed only at the hot station by authorized users.

4.4.3 Sensor System Physical Support
The sensors will be physically incorporated and supported by the fiber optic cables. The fiber optic cables have the following requirements:

- Capable of interacting with the sensor unit
- Capable of physically supporting the sensor unit
- Capable of discriminating signals from various sensors (pH, CO₂, and MIC) at various positions on its backbone
- Has obtained the recognition by the pipeline community as a capable system for corrosion and/or stress-corrosion monitoring.

4.4.4 Sensor System Knowledge Support
CANMET will provide system support and will carry out the following functions:

- Source of knowledge on pH sensor
- Evaluation system performance
4.5 INTEGRATED FIBER OPTIC CHEMICAL SENSOR ARRAY

The sensing element described in this appendix has been designed to provide an enhanced capability for monitoring pH over large areas of pipeline. Figure III.1 presents the flow chart for FOpH sensor development. At the time of writing this report, the system specifications and literature survey for the pH sensor have been completed. The next step will be to investigate if any of the commercial sensors will meet the requirements of ISPIR and the fiber optic backbone. If the answer is yes, then the commercial sensor will be evaluated with standard pH solutions. If the answer is no, then based on the literature database, a suitable sensor will be fabricated.

Based on experimental results using standard solutions, the interfering elements, if any, will be investigated. After understanding the interfering elements, an anti-interference layer will be developed, and the sensor unit will be re-evaluated in the laboratory using standard solutions. If there are no interfering elements, there is no need to develop an anti-interference layer.

After successfully testing the FOpH sensor using standard solutions, the sensor will be evaluated using live fluids obtained from the field.

After successfully evaluating the FOpH sensor using live fluids, a limited amount of field evaluation will be performed.

Simultaneously, FOCO₂ and FOMIC will be developed. Appendix IV and V, respectively, describe the system specifications for CO₂ and MIC monitoring.

After evaluating the FOpH, FOCO₂ and FOMIC individually, the sensors will be incorporated in a single fiber optic cable backbone and evaluated. The integrated sensors will be evaluated in the laboratory, first with standard solutions and, after developing the anti-interference layer, with live solutions, and field evaluated before commercialisation. Fig.III.2 presents the flow chart for the development of an integrated fiber optic chemical sensor array.
Fig.III.1: Specification for Fiber Optic pH (FOpH)
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Fig. III.2: Specification for the Development of Integrated Fiber Optic Chemical Sensors for Pipeline Application
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5 APPENDIX IV: SPECIFICATION FOR FIBER OPTIC CO₂ (FOCO₂) SENSOR

5.1 INTRODUCTION
This document outlines the definitions, specifications and features of the CANMET CO₂ system for integration with the fiber optic system to produce the fiber optic CO₂ sensor (FoCO₂). It is a guideline to define and help to modularize the design for progressive implementation phases of the system. This appendix presents an introduction to the system and its context.

1.1 Purpose of this Specification
The purpose of this document is to define the requirements and specifications for the CO₂ sensor and its integration with the fiber optic transducer. The intended audiences for this document are:

- The FOCO₂ users, so they may review and provide input into the requirements.
- The design team, as this document will serve as the basis for system design.
- The test team, as this document will serve as the basis for system verification and validation.

The structure of this appendix is based on Structural Integrity Monitoring Over IP - SIM-o-IP (Version 1.0) Specifications developed by TISEC on Monday, October 21, 2002. In Section 2, a general description of the CANMET FOCO₂ system is given. Section 3 describes the sensing element development. Section 4 describes the fiber optic backbone system requirements for integrating with the FOCO₂ sensor. Section 5 positions FOCO₂ relative to other sensors including FOpH (Appendix III) and FOMIC (Appendix V).

This document also reviews the current status of the development of the FOCO₂ sensor.

1.2 System Perspective
The CANMET FOCO₂ system meets a twofold requirement: CO₂ monitoring at discrete locations around the pipelines.

- To integrate CO₂ monitoring with other chemical (pH) and biochemical (SRB) changes
- To integrate CO₂ changes with corrosion rates.

An additional requirement in new systems is to acquire data at several locations and to distribute these data as well as interpretations and decisions based on them to the parties involved in follow-up actions, particularly in a systems maintenance context. It will also permit us to install and evaluate the system at field sites in the future.

1.3 Acronyms
MIC Microbiologically Influenced Corrosion
FopH Fiber Optic pH Sensor
FOCO₂ Fiber Optic Carbon Dioxide Sensor
FOMIC Fiber Optic Microbiological Influenced Corrosion Sensor
ISPIR Intelligent Systems for Pipeline Infrastructure Reliability
SIM-o-IP Structural Integrity Monitoring over Internet Protocol
SRB Sulphate Reducing Bacteria
CO₂ Carbon Dioxide
SCC Stress-Corrosion Cracking
5.2 GENERAL DESCRIPTION

This section specifies the system capabilities and functions, identifies who the users are and outlines the general constraints of the overall system and the assumptions and dependencies considered for the system.

5.2.1 System Capabilities

Pitting corrosion and stress-corrosion cracking (SCC) have caused pipeline failures and are significant threats to pipeline integrity. These phenomena depend on the environment at the pipe surface. It has been hypothesized that the quantity of chlorides, sulfates and CO₂ play a role in the severity of the environment that causes SCC and pitting.

Previous research has concluded that SCC cracks often initiate in corrosion pits, and both pitting and SCC have been observed in low (near-neutral) pH solutions. These environments have been attributed to a combination of low CP current and the presence of CO₂. Other research has suggested that the presence of free CO₂ in field electrolyte solutions creates a low pH, even in the presence of CP current, due to the equilibrium between carbonic acid and bicarbonate ions. It has also been suggested that CO₂ plays an important role in the generation and entry of diffusible hydrogen into steel, thus playing a major role in crack initiation and growth.

Since it is known that cracks often initiate at pits, in which a localized low pH environment exists due to the presence of CO₂, chlorides and sulfates, the role of these species in both corrosion pitting and SCC should be studied. In order to understand the role of the species, it is preferable to monitor the concentration of CO₂ online.

FOCO₂ is a real time sensor to monitor CO₂ at various locations along the pipeline and communicate through the fibre optic backbone. Fig. IV.1 presents the flow-chart to develop FOCO₂.

- The sensor monitors the CO₂ and communicates to the fiber optic backbone
- The transducer (fiber optic cable) transmits real-time data to the central station for processing and analyzing.

Customers at the management side can
- monitor the on site testing for current real-time CO₂ data
- send instrumentation setup commands to the sensors
- perform operational checks on sensor components and the fiber optic network

5.2.2 System Users

All users of the system can only access and/or activate the CO₂ sensor through the fibre optic backbone.

5.2.3 Sensor Configuration

The sensors are attached to the fiber optic backbone at pipeline sites which are being monitored. The sensor configurations may include

- Immobilized sensing element(s) specific to CO₂ concentration
- Anti-interference layer
- Rugged material(s) for protection of sensing element(s) and anti-interference layer
- A specific coloured casing or housing unit (specific colours for specific sensors)

The back end of each sensor unit is attached to the fiber optic backbone.
5.2.4 Management-Side Configuration
The link from sensors to the management-side users is made through fibre optic cables, developed and field tested by FOX-TEK.

5.2.5 Central Station Configuration
The central station will be established by TISEC Inc.

5.2.6 Sensor Component Availability
The CANMET FOCO₂ sensor has the following requirements:
- Sensing element(s) are active and sensitive at all times.
- Sensing elements are attached at various locations on the fiber optic backbone
- The fiber optic backbone is capable of relaying the signal accurately and immediately from specific sensors to the central station
- The central station should be running at all times.
- Management side users access the system on demand

5.2.7 Assumptions and Dependencies
The CANMET FOCO₂ sensor system has the following assumptions and dependencies:
- While the system monitors CO₂ changes, it is conveniently envisaged that the fiber optic backbone is successfully field tested and accepted by the pipeline community as the mode for monitoring corrosion and stress-corrosion cracking.
- The fiber optic backbone is capable of relaying accurately the signals from different CO₂ sensors and/or MIC or pH sensors attached at various locations on the fiber
- Sensing element requirements could be quite different depending on whether fiber optic or electrochemical or other transducer is used.
- The users can access the sensor unit through the TISEC communication system

5.2.8 Attributes

Security
The security of the sensor unit will become part of the overall pipeline network security

Maintainability
When the sensor system is down or lost sensitivity, the unit should be easily replaced. Physical access to the site is required.

Useability Requirements
The interfaces of the environment/sensor and sensor/transducer should be designed for clear and error-free communication

2.9 Design Constraints

Sensitivity/Activity
The sensor system should have enough sensitivity and activity for long-term field monitoring

On-Site Testing Sites
A field operating protocol will be developed for routine inspection of sensors.

Standard Compliance
A standard operating procedure for sensor testing will be developed with some inbuilt standards. This procedure will be used to ensure the sensor meets the requirements.

Service Requirements
A host of possible interfering substances will be developed. The extent of their interference will be documented. The role of an anti-interference layer in discriminating the interfering substances will be documented.
Adaptability  The sensor shall be incorporated with fiber optic cables for transmission of data.

Flexibility  The sensor shall be prepared in a physical form recommended by the fiber optic cable supplier.

5.3 **CO₂ SENSING ELEMENT**

The sensing element is a smart agent to help the user to monitor the CO₂ and relay the signal to the fiber optic backbone.

The sensing element unit provides the following basic services

- Senses CO₂ changes
- Discriminates other events that might produce similar signals
- Relays the signal to the fiber optic backbone.
- The sensing element is housed in a rugged, coloured unit for field deployment and identification

5.3.1 **Sensing Element - Functionalities**

Sensing element, acts as an interface between the environment and the fiber optic backbone for CO₂ monitoring. It is actually the agent that is producing the data based on environmental change (i.e., CO₂ concentration) and communicating the data to the fibre optic cable.

5.3.2 **Sensing Element - Requirements and Specifications**

An internet search was conducted using DialogWeb, a search engine providing online-based information services to organizations seeking competitive advantages in such fields as business, science, engineering, finance and law. DialogWeb offers organizations the ability to retrieve data from more than 800 million unique records, accessible via the Internet. DialogWeb is a well established information retrieval system. The search was conducted using as its search parameters the keywords, ‘Fiber Optics’, ‘Carbon Dioxide Sensors’, ‘pH Sensors’ and synonyms for each of these terms. The search returned results from the following databases:

- INSPEC (1969 - present),
- BIOSIS Previews (1969 - present),
- NTIS - National Technical Information Service,
- EI Compendex, SciSearch - a Cited Science Database - 1990 -,
- Inside Conferences,
- EMBASE (1974 - present),
- Wilson Applied Science & Technology Abstracts,
- Energy Science and Technology,
- Aerospace Database,
- PASCAL,
- MEDLINE (1966 - present),
- Electric Power Database , and
- Federal Research in Progress (FEDRIP).

The results of the search were then downloaded into a database filing system called Reference Manager®, and then the results were separated into those applicable to pH sensors and those applicable to carbon dioxide sensors. The list of references that apply to FOCO₂ sensors are attached at the end of this appendix.

The commercial availability of FOCO₂ sensors has been determined.
Candidate commercial FOCO$_2$ that perform some of the required functions will be examined in detail to determine if they could meet the requirements. The specific requirements of the sensing element to be selected for CANMET FOCO$_2$ sensors are:

- Capabilities to react selectively to CO$_2$
- Capabilities to relay the signal to fiber optic backbone
- Long-term stability
- Capability to withstand rugged operations and rough field handling
- Capabilities to withstand pipeline operating conditions, i.e., temperature and pressure fluctuations

5.3.3 Sensing Element - Constraints
Field conditions fluctuate between wet and dry seasons, between snowy and rainy seasons. To maintain this adaptability, the best sensing element will be executable under various climatic conditions.

5.4 SENSOR SYSTEM ACCESS AND SUPPORT

5.4.1 Management-Side System Access
System access for General Users, Owner/Operators, Monitoring System Contractors, System Operators and Monitors, and Regulatory Observers is through the fiber optic backbone and through the TISEC portal.

5.4.2 Central Station Access
The central station is accessed only at the hot station by authorized users.

5.4.3 Sensor System Physical Support
The sensors will be physically incorporated and supported by the fiber optic cables. The fiber optic cables have the following requirements:
- Capable of interacting with the sensor unit
- Capable of physically supporting the sensor unit
- Capable of discriminating signals from various sensors (pH, CO$_2$, and MIC) at various positions on its backbone
- Obtained the recognition by the pipeline community as a system for monitoring corrosion and/or stress-corrosion.

5.3 Sensor System Knowledge Support
CANMET will provide system support and carries out the following functions:
- Source of knowledge on CO$_2$ sensor
- Evaluation of system performance

5.5 INTEGRATED FIBER OPTIC CHEMICAL SENSOR ARRAY
The sensing element described in this appendix has been designed to provide an enhanced capability for monitoring CO$_2$ over large areas of pipeline. Figure III.1 presents the flow chart for FOCO$_2$ sensor development. At the time of writing this report, the system specifications and literature survey for CO$_2$ sensors has been completed. The next step will be to investigate if any of the commercial sensors will meet the requirements of ISPIR and the fiber optic backbone. If the answer is yes, then the commercial sensor will be evaluated with standard CO$_2$ solutions. If the answer is no, then based on the literature database, a suitable sensor will be fabricated.

Based on experimental results using standard solutions, the interfering elements, if any, will be investigated. After developing an understanding of the interfering elements, a suitable anti-interference layer will be developed. The sensor unit will be re-evaluated in the laboratory using standard solutions. If there are no interfering elements, there is no need to develop an anti-interference layer.
After successfully testing the FOCO$_2$ sensor using standard solutions, the sensor will be evaluated using live fluids obtained from the field.

After successfully evaluating the FOCO$_2$ sensor using live fluids, a limited amount of field evaluation will be performed.

Simultaneously, FopH and FOMIC will be developed. Appendices III and V, respectively, describe the system specifications for pH and MIC monitoring.

After evaluating the FopH, FOCO$_2$ and FOMIC individually, the sensors will be incorporated in a single fiber cable backbone and evaluated. The integrated sensors will again be evaluated in the laboratory, first with standard solutions and, after developing the anti-interference layer, with live solutions, and field evaluated before commercialisation. Fig.III.2 presents the flow chart for development of the integrated fiber optic chemical sensor array.
**Fig.IV.1: Specification for Fiber Optic CO₂ (FOCO₂) Sensor Development**

- **FOCO₂ Sensor Unit**
- **Field Evaluation**
- **Successful laboratory evaluation with live fluids**
- **Re-fabrication of FOCO₂ Sensor**
- **Development of anti-interference layer**
- **Identification of interfering species**
- **Successful evaluation in the laboratory with synthetic fluids**
- **Fabrication of FOCO₂ Sensor**
- **FOCO₂ compatible with FOpH (Fig.III.1) and FOMIC (Fig.V.1)**
- **CO₂ sensor compatible with fiber optic cables successfully field tested**
- **Sensor commercially available**
- **Literature database**

- **Yes**
- **No**

*Fox-Tek inputs*
6 SPECIFICATION FOR FIBER OPTIC MIC (FOMIC) SENSOR

6.1 Introduction

This document outlines the definitions, specifications and features of the CANMET MIC system for integration with a fiber optic system to produce fiber optic MIC sensor (FOMIC). It is a guideline to define and help to modularize the design for progressive implementation phases of the system. This appendix presents an introduction to the system and its context.

6.1.1 Purpose of this Specification

The purpose of this document is to define the requirements and specifications for the MIC sensor and its integration to the fiber optic transducer. The intended audiences for this document are:

- The FOMIC users, so they may review and provide input into the requirements.
- The design team, as this document will serve as the basis for system design.
- The test team, as this document will serve as the basis for system verification and validation.

The structure of this appendix is based on Structural Integrity Monitoring Over Internet Protocol - SIM-o-IP (Version 1.0) Specifications developed by TISEC on Monday, October 21, 2002. In Section 2, a general description of the CANMET FOMIC system is given. Section 3 describes the sensing element development. Section 4 describes fiber optic backbone system requirements for integrating FOMIC sensor. Section 5 positions FOMIC relative to other sensors including FOpH (Appendix III) and FOCO₂ (Appendix IV).

This document also reviews the current status of the development of the FOMIC sensor.

6.1.2 System Perspective

The CANMET FOMIC system meets a twofold requirement for monitoring MIC at discrete locations at and near pipelines:

- To integrate MIC monitoring with other chemical (pH) and chemical (CO₂) changes
- To integrate MIC changes with corrosion rates.

An additional requirement in new systems is to acquire data at several locations and to distribute these data as well as interpretations and decisions based on them to the parties involved in follow-up actions, particularly in a systems maintenance context. It will also permit us to install and evaluate the system at field sites in the future.

6.1.3 Acronyms

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>MIC</td>
<td>Microbiologically Influenced Corrosion</td>
</tr>
<tr>
<td>FopH</td>
<td>Fiber Optic pH Sensor</td>
</tr>
<tr>
<td>FOCO₂</td>
<td>Fiber Optic Carbon Dioxide Sensor</td>
</tr>
<tr>
<td>FOMIC</td>
<td>Fiber Optic Microbiologically Influenced Corrosion (MIC) Sensor</td>
</tr>
<tr>
<td>ISPIR</td>
<td>Intelligent Systems for Pipeline Infrastructure Reliability</td>
</tr>
<tr>
<td>SIM-o-IP</td>
<td>Structural Integrity Monitoring over Internet Protocol</td>
</tr>
<tr>
<td>SRB</td>
<td>Sulphate Reducing Bacteria</td>
</tr>
<tr>
<td>CO₂</td>
<td>Carbon Dioxide</td>
</tr>
<tr>
<td>SCC</td>
<td>Stress-Corrosion Cracking</td>
</tr>
</tbody>
</table>
6.1.4 Current System Status
A literature search on the fiber optic MIC sensors has been completed. System specification for the
development of FOMIC has been outlined. “Biological Activity Probe” US Patent: Application No:
US09/809,108 (Filed on March 16, 2001) and Canadian Patent filed in March 2002. A sensing element for
monitoring SRB has been identified. Work on bacterial culture to develop the sensors is being started.

Because the several steps involved, including culture, growth, harvest, isolation, purification, determination
of bacterial growth, growth curve, immobilization and activity of immobilized bacteria, may take some time,
it is envisaged that the development of FOMIC may take about another 9-12 months.

6.2 General Description
This section specifies the system capabilities and functions, identifies who the users are and outlines the
general constraints of the overall system and the assumptions and dependencies considered for the system.

6.2.1 System Capabilities
Since the discovery of sulphate-reducing bacteria (SRB) by the Dutch microbiologist Wilhelm Bijerninck1 in
1905, the question of what is now referred to as microbiologically influenced corrosion (MIC) has been a
subject of extensive research and interest. MIC has been documented for metals exposed to seawater, fresh
water, demineralized water, process chemicals, foods, aircraft fuels, human plasma, and sewage.

Despite the evidence that a number of different groups of microorganisms are capable of accelerating
corrosion, and the recognition that most MIC2 occurs in the presence of consortia of bacteria3, SRB have
received the most attention as the causative agents of MIC for several reasons:

- Historically, SRB have been thought to be the most common causative group of microorganisms
  involved in microbial corrosion4;
- The first corrosion mechanism to explain the anaerobic corrosion of iron and steel involved SRB;
- They are ubiquitous and, in anaerobic, sulphate-containing environments, they produce hydrogen
  sulphide, which can react with iron, copper, and nickel alloys;
- The metabolic processes of SRB that involve hydrogen utilization and hydrogen sulfide production make
  them obvious candidates to accelerate corrosion of metals under anaerobic conditions;
- SRB were one of the first microorganisms that were identified as being capable of promoting corrosion
  of metals under anaerobic conditions;
- Discovery and identification of the genus *Desulfovibrio*;
- The ability of SRB to convert sweet production to sour production (containing hydrogen sulphide);
- The development of much valuable information on the identification and cultivation of oilfield
  microorganisms; and
- Microbiological plugging that reduces flow injection rates.

Despite the recognized involvement of SRB in microbial corrosion, analytical methods have restricted the
application of microbial assessment to pipeline reliability1-21. In particular, the lack of a direct correlation
between numbers of SRB and the likelihood that corrosion has or will occur has limited the ability to assess
risk. Based on a 30-month study of electrochemical, weight-loss, water chemistry, and microbiological data
for an oilfield water flood operation which produced brine was injected to displace oil from the reservoir, no
correlation was established between corrosion measurements and microbial numbers5. A 2-year study of
MIC in natural gas pipeline facilities failed to establish a relationship between numbers of SRB and MIC in
carbon steel6.
Microorganisms can accelerate the electrochemical processes of corrosion by assisting in the establishment of electrochemical cells, or by stimulating the anodic and cathodic reactions. Microorganisms are not restricted to one form of corrosion. Instead, the presence and activities of microorganisms can cause pitting, crevice corrosion, selective dealloying, and differential aeration cells, in addition to enhanced galvanic and erosion corrosion. MIC does not produce a totally unique type of localized corrosion. However, there are some morphological descriptions that are often associated with MIC, such as nonuniform pitting, pits filled with black corrosion product, rounded pits under tubercles on carbon steel, and pinholes at the surface leading to large subsurface cavities on stainless steel.

As a consequence of the absence of definitive indicators, identification of MIC is often complicated by misconceptions. Furthermore, there are no definite tests that can be used to detect MIC. Diagnosis requires sophisticated microbiological, surface analytical, and electrochemical techniques. The reason for the inconsistency of knowledge can be related directly to the lack of methods for monitoring MIC.

Based on 3 years of extensive in-house R&D, CANMET applied for a patent (US 09/809,108), “CANMET Bio-Corrosion Probe (CBC-Probe)” that can be used “in-situ” to monitor both corrosion and SRB activity simultaneously.

The CANMET Bio-Corrosion Probe characterising MIC has the following unique features:
- Because it is generally recognised that the most common cause of MIC is SRB activity, the device can be used to detect SRB activity within a biofilm.
- The device can be used to differentiate the corrosion rate caused by microbial activity and by non-microbial activity.
- The measurements of SRB activity and corrosion rate are online and instantaneous.
- The device will detect the activity of SRB which are active only under anaerobic conditions, but the probe can potentially function under aerobic conditions as well.

The CANMET Bio-Corrosion Probe has two parts: 1. SRB activity monitoring and 2. Corrosion monitoring. Both SRB and corrosion monitoring are performed by electrochemical methods.

An electrochemical method for on-line monitoring of biofilm activity has been developed for continuous monitoring of biofilm formation without the need for excessive involvement of plant personnel. Stainless steel or titanium discs are exposed to the plant environment. One set of discs is polarized (relative to the other set) for a short period of time each day. The electrodes are connected through a shunt for the remainder of the time. Biofilm activity is monitored by tracking changes in the applied current (i.e., when the external potential is on) and the generated current (when the potential is off). The onset of biofilm formation on the probe is indicated when either of these independent indicators deviates from the baseline level.

Change in potential or current can occur for several reasons, including formation of surface films, solid deposition, biofilm deposition and microbiological activities.

MIC is a form of localised corrosion. Standard and specialised corrosion monitors have been developed that provide an alert that the system being monitored (or an accelerated and disposable simulation of the system) is corroding, how it is corroding, and at what rate. The corrosion monitor provides qualitative information on MIC rate. The commonly used electrochemical methods for corrosion monitoring include galvanic probes; electrical resistance probes; linear polarisation resistance (LPR); electrochemical impedance spectroscopy (EIS); and electrochemical noise (EN).
FOMIC, on the other hand, is a real time sensor to monitor MIC at various locations along the pipeline and communicate through the fibre optic backbone; i.e., both SRB and corrosion monitoring are performed by fiber optics. Fig. V.1 presents the flow-chart to develop FOCO₂.

- The sensor monitors MIC and communicates to the fiber optic backbone
- The transducer (fiber optic cables) transmits real-time data to the central station for processing and analyzing.

Customers on the management side can
- Monitor the on-site testing for current real-time MIC data
- Send instrumentation setup commands to the sensors
- Perform operational checks on sensor components and the fiber optic network

6.3 System Users

All users of the system can access and/or activate the MIC sensor through the fibre optic backbone only.

6.3.1 Sensor Configuration

The sensors are attached to the fiber optic backbone at pipeline sites which are being monitored. The sensor configurations may include

- Immobilized sensing element(s) specific to MIC causing SRB
- Anti-interference layer
- Rugged material(s) for protection of sensing element(s) and the anti-interference layer
- A specific coloured casing or housing unit (specific colours for specific sensors)

The back end of each sensor unit is attached to the fiber optic backbone.

6.3.2 Management-Side Configuration

The link from sensors to the management-side users is made through fibre optic cables, developed and field tested by FOX-TEK.

6.3.3 Central Station Configuration

The central station will be established by TISEC Inc.

6.3.4 Sensor Component Availability

The CANMET FOMIC sensor has the following characteristics:
- Sensing element(s) are active and sensitive at all times
- Sensing elements are attached at various locations on the fiber optic backbone
- The fiber optic backbone is capable of relaying the signal accurately and immediately from specific sensors to the central station
- The central station should be running at all times.
- Management side users access the system on demand
6.3.5 Assumptions and Dependencies
The CANMET FOMIC sensor system has the following assumptions and dependencies:

- While the system monitors SRB activities, it is envisaged that the fiber optic backbone will be successfully field tested and accepted by the pipeline community as the mode for monitoring corrosion and stress-corrosion cracking.
- The fiber optic backbone is capable of relaying accurately the signals from different CO₂ sensors and/or MIC or pH sensors attached at various locations on the fiber.
- Sensing element requirements could be quite different depending on whether fiber optics or electrochemical or other transducer is used.
- The users can access the sensor unit through the TISEC communication system.

6.3.6 Attributes

**Security**
The security of the sensor unit will become part of the overall pipeline network security.

**Maintainability**
When the sensor system is down or sensitivity has been lost, the unit should be easily replaced. Physical access to the site is required.

**Usability Requirements**
The interfaces of the environment/sensor and sensor/transducer should be designed for clear and error-free communication.

2.9 Design Constraints

**Sensitivity/Activity**
The sensor system should have enough sensitivity and activity for long-term field monitoring.

**On-Site Testing Sites**
A field operating protocol will be developed for routine inspection of sensors.

**Standard Compliance**
A standard operating procedure for sensor testing will be developed with inbuilt standards. This procedure will be used to ensure that the sensor meets the requirements.

**Service Requirements**
A host of possible interfering substances will be developed. The extent of their interference will be documented. The role of the anti-interference layer in discriminating the interfering substances will be documented.

**Adaptability**
The sensor shall be incorporated with fiber optic cables for transmission of data.

**Flexibility**
The sensor shall be prepared in a physical form recommended by the fiber optic cable supplier.

6.4 MIC Sensing Element

The sensing element is a smart agent to help the user to monitor the MIC and relay the signal to the fiber optic backbone.

The sensing element unit provides the following basic services:

- Senses MIC activities
- Discriminates other events that produce similar signals
- Relays the signal to the fiber optic backbone.
- The sensing element is housed in a rugged, coloured unit for field deployment and identification.
6.4.1 Sensing Element - Functionalities
The sensing element acts as an interface between the environment and the fiber optic backbone for MIC monitoring. It is actually the agent that produces the data based on environmental change (i.e., MIC activity) and communicating the data to the fibre optic cable.

6.4.2 Sensing Element - Requirements and Specifications
The specific requirements of sensing element to be selected for CANMET FOMIC sensors are:
- Capabilities of selectively reacting to MIC activity
- Capabilities of relaying the signal to the fiber optic backbone
- Long-term stability
- Capacity to withstand rugged operation and rough field handling
- Capabilities to withstand pipeline operating conditions, i.e., temperature and pressure fluctuations

6.4.3 Sensing Element - Constraints
Field conditions fluctuate between wet and dry seasons, between snowy and rainy seasons. To maintain this adaptability, the best sensing element will be executable under various climatic conditions.

6.5 Sensor System Access and Support

6.5.1 Management-Side System Access
System access for General Users, Owners/Operators, Monitoring System Contractors, System Operators and Monitors, and Regulatory Observers is through the fiber optic backbone and through the TISEC portal.

6.5.2 Central Station Access
The central station is accessed only at the hot station by authorized users.

6.5.3 Sensor System Physical Support
The sensors will be physically incorporated and supported by the fiber optic cables. The fiber optic cables have the following requirements:
- Capable of interacting with the sensor unit
- Capable of physically supporting the sensor unit
- Capable of discriminating signals from various sensors (pH, CO₂, and MIC) at various positions on its backbone
- Recognized by the pipeline community for monitoring corrosion, including stress-corrosion cracking.

6.5.4 Sensor System Knowledge Support
CANMET will provide system support and will carry out the following functions:
- Source of knowledge on MIC sensor
- Evaluation of system performance

6.6 Integrated Fiber Optic Chemical Sensor Array
The sensing element described in this appendix has been designed to provide an enhanced capability for monitoring MIC activity over large areas of pipeline. Figure V.1 presents the flow chart for FOMIC sensor development. At the time of writing this report, the system specifications and literature survey for the FOMIC sensor has been completed. Work on the bacterial culture to develop the sensors is being started.

Based on experimental results using standard solutions, the interfering elements, if any, will be investigated. After developing an understanding of the interfering elements, an anti-interference layer will be developed, and the sensor unit will be re-evaluated in the laboratory using standard solutions. If there are no interfering elements, there will be no need to develop an anti-interference layer.
After successfully testing the FOMIC sensor using standard solutions, the sensor will be evaluated using live fluids obtained from the field.

After successfully evaluating the FOMIC sensor using live fluids, a limited amount of field evaluation will be carried out.

The several steps involved, including culture, growth, harvest, isolation, purification, determination of bacterial growth, growth curve, immobilisation, and activity of immobilized bacteria, may take some time. It is envisaged that the development of FOMIC may take about 9 to 12 months. FOpH and FOCO₂ will be developed. Appendix III and IV, respectively, describe the system specifications for monitoring pH and CO₂.

After evaluating the FopH, FOCO₂ and FOMIC individually, the sensors will be incorporated in a single fiber optic cable backbone and evaluated. The integrated sensors will again be evaluated in the laboratory, first with standard solutions and, after developing the anti-interference layer, with live solutions. Field evaluated will be carried out before commercialisation. Fig.III.2 presents the flow chart for development of the integrated fiber optic chemical sensor array.
**Identify sensing element**

- MIC sensor compatible with fiber optic cables successfully field tested

**CANMET Patent**

**Fox-Tek inputs**

**Yes**

**No**

**Sensor commercially available**

**Literature database**


7 APPENDIX I: PICON SURVEY

7.1 Survey Demographics

To collect the information on various techniques that are currently being used in the pipeline industry, an online survey was posted at: http://www.nrcan.gc.ca/PIC on in April 2002. By the time the survey was completed in October 2002, 47 persons had responded to it. This section presents the analysis of the survey.

A total of 47 persons have responded to the survey, including most sectors of the pipeline industry -- coating manufacturers, coating applicators, coating users, pipeline companies, R&D performers, academicians, and consultants (Table VI.1). About 83 % of the responders were from North America, whereas the remaining 17 % were from Argentina, Australia, Belgium, India, Iran, South Korea, South Africa, and Venezuela. The majority of responses to the survey came from personnel interested in gas production (68%), oil and gas production (59%), gas transmission (59%), oil transmission (58%) and oil production pipelines (43%). One response each came from respondent.

![Graph showing number of responses by type of pipeline](chart.png)

Note: The respondents also mentioned other pipelines including water, slurry, and gas/gas lift inject. Three respondents had no answer.

Figure VI.2 presents the pipeline corrosion type the industry is interested in. About 60% of the respondents are interested both in internal and external corrosion. The remaining persons were interested either in internal corrosion (20%), or external corrosion (10%) only, or skipped this question (10%). Figure VI.3 presents the various concerns that affect pipeline performance. The following paragraphs discuss various techniques that pipeline companies use to monitor the features that concern pipeline performance. The techniques can be broadly classified into:

- Physical Techniques
- Electrochemical Techniques
- Non-Intrusive Techniques
- On-Line Monitoring Techniques
- MIC Monitoring Techniques
- Off-Line Monitoring Techniques
- ILI Techniques
- New Techniques
Figure VI.2: Companies Major Interest with Respect to Corrosion

![Graph showing the number of responses for different types of corrosion.]

Two respondents had no answer.

Figure VI.3: Companies Major Concerns for Pipeline Performance

![Graph showing the number of responses for different pipeline performance issues.]

Note: The respondents also mentioned other concerns including buckling, AC & DC interference, compliance, and hydrogen embrittlement on PCCP. One respondent had no answer.
7.2 PHYSICAL TECHNIQUES

Figures VI.4, VI.5, and VI.6, respectively, present the physical techniques the companies use, prefer to use, and their reliability. By far the most preferred technique is ILI, both in terms of usage and preference. The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

Visual Inspection (Internal and External Corrosion)

Advantages:
- It is not a unique technique, but is simply the means by which one obtains information when examining the pipe visually following excavation.

Disadvantages
- Small area inspected. It does not give the full picture
- Easily misleading. It is not an on-line tool
- The nature of external corrosion in the soil in the environment makes conditions extremely variable from one section to the next and therefore unpredictable.
- Doesn't give good results
- Usually, one cannot make a scientific judgment by using visual inspection

Electrical Resistance (ER) (Internal Corrosion)

Advantages
- The response capacity and its accuracy are good
- Proven technology, easy, resistant to fouling
- It has established a place in pipeline monitoring

Disadvantages
- Lack of care and maintenance, loss of data
- Frequent equipment failure
- Non-utility in sour service
- Probes and coupons can only assess corrosivity of the media. Generally, an assumption is made that the pipe wall will behave virtually the same way, which may or may not be true.
- Provides information only on corrosion at the site where the device is located.

Mass Loss (Internal Corrosion)

Advantages
- Don't have to shut down, inexpensive
- Commonly used by pipeline operators
- The coupons present a visual representation of the form of attack
- It is the real weight loss, whereas in ER one may obtain a false reading.

Disadvantages
- Often the coupons are not correctly installed, and the analysis of the data is not performed correctly.
- Differences in chemical composition and metallurgical characteristics of coupons vs. real materials; differences in service conditions among the coupons in the line.
- Mass-loss coupons are sensitive to locations and give data for one location only.
Close-Interval Survey (External Corrosion)

Advantages
- Provides a relatively detailed profile of the pipe-to-soil potential over the line. Differences between the on and off potentials infer ground current flow to the pipe at the measuring point. Areas of non-compliance with criteria can be marked on the surface.
- Gives indication of potential problem at low cost
- The best way to combat external corrosion problems
- Most valuable to pipeline operator trying to address pipeline integrity concerns on the largest sector of pipelines. This is applicable to nearly all pipelines, because all pipelines have CP, and still have external corrosion occurring.

Disadvantages
- Coating surveys are often conducted by inexperienced technicians and oversold to be capable of finding corrosion. Coating failures only become an integrity concern if CP and soil conditions are conducive.

FSM (Internal Corrosion)

Advantages
- Fast response, good coverage of the pipe surface.
- It can be applied over long distances of pipe

DCVG (External Corrosion)

Advantages
- Excavation is not required, detects, dimensions and ranks failure severity.
- It is the only method that gives the pipeline operator an accurate assessment of whether the pipeline is cathodically protected or corroding.

ILI

Advantages
- In Line Inspection (ILI) results in data for most of the pipeline and can indicate locations needing special attention.
- Covers the entire line
- Ability to monitor actual corrosion (location and severity) on the pipeline
- Comprehensive coverage of internal, external as well as geometrical features
- Wall thickness readings along the entire length of the pipeline
- Only real method which gives actual condition of the entire pipeline.
- UT is an direct measurement of wall thickness as opposed to MFL, which is an indirect measurement of change in wall thickness.
- The combination of tools to use is critical to a correct assessment of integrity.
Figure VI.4: Physical Techniques Companies Use in Pipeline Monitoring/Inspection

Figure VI.5: Physical Techniques Companies Prefer to Use in Pipeline Monitoring/Inspection
7.3 Electrochemical Techniques

Because corrosion is electrochemical in nature, several electrochemical techniques are used to monitor it. Figures VI.7, VI.8, and VI.9, respectively, present the electrochemical techniques the companies use, prefer to use, and their reliability. By far the most preferred technique is LPR, both in terms of usage and preference. Electrochemical noise technique is the second most preferred and used technique. The industry is still not comfortable in using ECN, as this technique is identified as the most unreliable technique.

The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

LPR (Internal Corrosion)

Advantages
- Quick response times, if correctly located
- Fast response, but requires free water
- Simple and straightforward
- Relatively easy to use by field technicians

Potentiodynamic Polarization (Internal and External Corrosion)

Advantages
- This technique gives an indication of the effect of cathodic protection

Disadvantages
- There is a lot of interference from previous runs and condition, i.e., repeat monitoring can not be performed.
- It produces sensor damage and is subject to probe malfunction in short time. No track record.
- Polarization away from $E_{\text{corr}}$
Figure VI.7: Electrochemical Techniques the Companies use for Pipeline Monitoring

Note: The respondents also mentioned other techniques including hydrogen permeation, reference electrode testing and ER(2). Twelve respondents had no answer.

Figure VI.8: Electrochemical Techniques Companies Prefer to Use for Pipeline Monitoring

Note: The respondents also mentioned other electrochemical techniques that they preferred including ER probe, and reference/reference electrode testing. Twenty-Four respondents had no answer.
Figure VI.9: Electrochemical Techniques Companies Find Unreliable in Pipeline Monitoring

Note: The respondents also mentioned other electrochemical techniques that they found unreliable including ER, and hydrogen foil.

ECN

Advantages
- Its accuracy to determine the mode of attack.
- Possibilities for discriminating general and localized corrosion; it is non-perturbative, i.e., it does not send any external signals (e.g., current or potential) into the system.

Disadvantages
- Very difficult analysis
- Poor probe design, confusing data, can foul, too expensive, lack of experience and too much hype for a 30-year-old techniques that keeps getting reinvented.
- Data interpretation
- Difficult to interpret
- No information to back it up

7.4 Non-Intrusive Techniques

Because pipelines are typically operated under pressure and production pipelines contain poisonous (H₂S) and/or greenhouse (CO₂) gases, the companies prefer to use non-intrusive techniques to monitor the status of the pipelines. Figures VI.10, VI.11, and VI.12, respectively, present the nonintrusive techniques that the companies use, prefer to use, and their reliability.

Ultrasonic measurements and magnetic flux methods are extensively used in the field. None of the techniques are preferred nor are they considered unreliable.
The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

**Ultrasonic**

**Advantages**
- Accurate
- It provides wall thickness measurements in addition to defect detection.
- Ease of application and use
- Provides a direct measure of metal loss
- Easy to do once you have the line exposed and you could also see if there is any internal metal loss

**Disadvantages**
- Don't detect cracks
- Variability between operators.
- Most non-destructive technicians are not properly trained.
- It is possible to miss a point defect easily.

**Magnetic Flux**

**Advantages**
- Capability of crack detection
- Accurate results
- It works in gas service
- Can usually prove anomalies by confirmation dig and then accept the log as true. Some tools not reliable though.
- Provides information on entire pipeline

**Disadvantages**
- Not widely used as an outside device
- It is not a direct measure of metal loss.
- Tool accuracy not good.
- Very dependent on calibration to actual field pitting corrosion aspect ratio.

**Electromagnetic Eddy Current**

**Advantages**
- Lots of history about it, old product

**Disadvantages**
- Not wide range of applications
- Cannot size defects, only detects them.

**Electromagnetic Remote Field Technique**
Advantages

More measurement parameters - phase and log amplitude as well as x,y components of EM signals.

Radiography

Advantages

Permanent record; fast, reliable, can be proved up with ultrasonics.

Disadvantages

Subject to operator interpretation, I have seen too many errors made and any information has always had to be confirmed using other techniques.

Looks at a small section of the pipe

Difficult to really see defects

Electric Field Mapping

Advantages

Electric Field Mapping

Disadvantages

Not able to understand data

Ultrasonics (Flaw Detection and Sizing)

Advantages

Of all the techniques, this one gives fairly reliable information at a reasonable cost.

A direct read-out of the remaining wall thickness and size of the flaw is obtained.

It is a direct measurement of wall thickness as opposed to MFL, which provides an indirect measurement of change in wall thickness

Quick and accurate when used by a qualified technician.

Able to detect cracks

Disadvantages

Data interpretation difficult

Variable interpolation

Guided Wave Ultrasonics

Advantages

Able to inspect non-piggable lines with this technique for both internal and external corrosion
Table VI.10: Direct Nonintrusive Measurement Techniques the Companies Use for Pipeline Monitoring

<table>
<thead>
<tr>
<th>Technique</th>
<th>Number of Responses</th>
</tr>
</thead>
<tbody>
<tr>
<td>Surface Activation and Gamma Radiometry</td>
<td>5</td>
</tr>
<tr>
<td>Ultrasonic</td>
<td>20</td>
</tr>
<tr>
<td>Ultrasonics (Flaw Detection and Sizing)</td>
<td>25</td>
</tr>
</tbody>
</table>

Note: The respondents also mentioned other techniques including close interval survey, guided wave ultrasonics, clipper tool, and cathodic monitoring.

Figure VI.11: Nonintrusive Measurement Techniques Companies Prefer to Use for Pipeline Monitoring

Note: The respondents also mentioned other nonintrusive techniques that they preferred including guided wave ultrasonics. Thirteen respondents had no answer.
7.5 Direct Online Monitoring

During regular operation of pipelines, several measurements are made, all or some of which can be used to determine the susceptibility to corrosion. Figures VI.13, VI.14, and VI.15, respectively, present the on-line measurements the companies use, prefer to use, and their reliability. The pH is measured because of its important influence on corrosivity of fluids.

The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

Corrosion Potential

Advantages
- Very direct measurement
- Valuable information at low cost
- It provides an indication of the effect of several other parameters and direct data on the integrity of the pipeline.
- Indication of corrosion integrity.

Hydrogen Permeation (Pressure)

Advantages
- Historically it has worked
Disadvantages
- If you get a positive result you know that corrosion is going on, if you get a negative result you do not know if you picked the wrong spot or if corrosion is going on elsewhere.
- Leakage, no good correlation to rate.

**pH**

Advantages
- You cannot just use one parameter; pH gives you a corrosion potential

Disadvantages
- What does it really tell you? The information alone has little value. It must always be used with other information to draw conclusions and often times, techniques used in the field are not terribly accurate.
- Depending on the calibration, sometimes it is not calibrated correctly or the way the experiment is conducted.
- If you are dealing with gas lines you don't have pH

**Hydrogen Monitoring (Electrochemical)**

Disadvantages
- Very difficult technique
- Trouble with meters
- Poor correlation
- It depends on the system

**Oxidation Reduction (Redox) Potential (ORP)**

Advantages
- It is easy to perform and reliable, allowing to know the pipeline integrity and the CP condition

**Conductivity**

Disadvantages
- In sour systems does not work. Do not believe there is reliable equipment

**Flow Regime**

Advantages
- It identifies areas of higher corrosion potential

**Pressure**

Advantages
- Pressure tells of what is happening with the line. Blocked valve, no pressure, fouling of
pipe, etc.

**Disadvantages**
- Pressure can't tell how much a gas release or hydrocarbon spill

**Dewpoint**

**Advantages**
- Easiest, no water, no corrosion.
- Provides indication of free water in the pipeline, which is directly related to the corrosivity of the gas along with the gas composition.
- Gas below liquid water temperature, no corrosion

**Disadvantages**
- During upset conditions, small period of time, accumulation of water can occur

**Fouling**

**Disadvantages**
- It does not give idea of the corrosion situation straightforward.
- There is no baseline for this measurements and can be used only as an indicator of possible damage.
- Hard to measure, very subjective to opinion of analyst. If using millipore, great errors occur as a result of technique/procedure followed.
Table VI.13: Direct On-Line Measurement Techniques the Companies Use for Pipeline Monitoring

Note: A respondent also mentioned other technique called half cell potential survey. Sixteen respondents had no answer.

<table>
<thead>
<tr>
<th>Direct On-Line Measurement Techniques</th>
<th>Number of Responses</th>
</tr>
</thead>
<tbody>
<tr>
<td>Conductivity</td>
<td>7</td>
</tr>
<tr>
<td>Corrosion Potential</td>
<td>8</td>
</tr>
<tr>
<td>Dewpoint</td>
<td>9</td>
</tr>
<tr>
<td>Dissolved</td>
<td>9</td>
</tr>
<tr>
<td>Oxygen</td>
<td>9</td>
</tr>
<tr>
<td>Flow Regime</td>
<td>8</td>
</tr>
<tr>
<td>Flow Velocity</td>
<td>8</td>
</tr>
<tr>
<td>Fouling</td>
<td>8</td>
</tr>
<tr>
<td>Hydrogen Monitoring</td>
<td>8</td>
</tr>
<tr>
<td>Hydrogen Monitoring</td>
<td>8</td>
</tr>
<tr>
<td>Oxidation Reduction</td>
<td>8</td>
</tr>
<tr>
<td>pH</td>
<td>8</td>
</tr>
<tr>
<td>Pressure</td>
<td>8</td>
</tr>
<tr>
<td>Temperature</td>
<td>8</td>
</tr>
<tr>
<td>Thermography</td>
<td>8</td>
</tr>
</tbody>
</table>

Note: Twenty respondents had no answer.

Figure VI.14: Direct On-Line Measurement Techniques Companies Prefer to Use for Pipeline Monitoring
7.6 MIC Monitoring

Presence and activity of microbes both inside and outside the pipeline, may potentially lead to corrosion. To control microbes inside, biocides are added. Figures VI.16, VI.17, and VI.18, respectively, present the nonintrusive techniques the companies use, prefer to use, and their reliability.

The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

Culturing Method - Broth Bottles

Advantages
- Easy, accepted, considering you have a lot of potential bacteria it would rather be important to treat than monitor to death
- It can be easily done, and reliable
- Easy, simple, quick and reliable
- Provides an idea of the quantity of bacteria in the fluid

Culturing Method - Agar Deeps

Advantages
- The method is quick and a reliable indicator of the level of biological activity
Disadvantages
- Contamination during sampling

**Direct Method - APS Reductase Antibody**

Advantages
- Quick, very selective for SRBs

**Direct Method - Epifluorescence/cell Surface Antibody**

Advantages
- Easy to use and proven success.

---

Figure VI.16: The Microbiologically Influenced Corrosion (MIC)
Measurement/Monitor Techniques the Companies Use

Note: Respondents also mentioned other techniques called hydrogen culturing, bug bottles and different cultures.
Twenty-Four respondents had no answer.
Figure VI.17: MIC Measurement/Monitoring Techniques Companies Prefer

Note: Thirty respondents had no answer.

Figure VI.18: MIC Measurement/Monitoring Techniques Companies Consider Unreliable

Note: Thirty-Five respondents had no answer.
7.7 Off-Line Monitoring

Routine analysis of products, fluids, and other parameters are carried out. Some of the data can be used indirectly for developing corrosion control strategies. Figures VI.19, VI.20, and VI.21, respectively, present the nonintrusive techniques the companies use, prefer to use, and their reliability.

Table VI.19: The Indirect Off-Line Measurement Techniques the Companies Use

<table>
<thead>
<tr>
<th>Technique</th>
<th>Number of Responses</th>
</tr>
</thead>
<tbody>
<tr>
<td>Alkalinity</td>
<td>10</td>
</tr>
<tr>
<td>Chemical Analysis of Process Samples</td>
<td>15</td>
</tr>
<tr>
<td>Coatings Survey</td>
<td>20</td>
</tr>
<tr>
<td>Concentration of Dissolved Solids</td>
<td>15</td>
</tr>
<tr>
<td>Gas Analysis</td>
<td>20</td>
</tr>
<tr>
<td>Metal Ion Analysis</td>
<td>15</td>
</tr>
<tr>
<td>Residual Inhibitors</td>
<td>25</td>
</tr>
<tr>
<td>Residual Oxidant</td>
<td>5</td>
</tr>
</tbody>
</table>

Note: A respondent also mentioned other technique called pH. Two respondents had no answer.

Figure VI.20: Indirect Off-Line Techniques Companies Prefer to Use

Note: Nineteen respondents had no answer.
The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

**Residual Inhibitors (Internal corrosion)**

**Advantages**
- One can follow the performance of the inhibitor
- Most important in making sure the corrosion process is capable of being controlled
- Measure alteration in process parameters.
- Assuming we are monitoring an inhibited system, it is a must

**Disadvantages**
- Not much of use

**Metal Ion Analysis**

**Advantages**
- Looking at iron and manganese you can relate them to actual corrosion rates.
- It tells how much iron lost, early indicator
- Uniqueness from one source
- It is reliable and easy to perform and also not expensive

**Disadvantages**
- The metal ion not only comes from oxidation of the pipe
- Iron count may be due to localised pitting, and not generalised corrosion.
- It gives only a very rough guide
- Prone to sampling errors and is greatly misused in sour systems.

Note: A respondent mentioned an indirect off-line measurement technique called pH. Twenty-Nine respondents had no answer.
Coating Survey (External Corrosion)

Advantages
- Valuable information at a reasonable cost.
- Works best and most cost-effective

Disadvantages
- External only, internal coatings do not work well although each year someone comes out with a new one.
- Not a direct measurement of the corrosivity of the pipeline

Gas Analysis

Advantages
- It is not unique but it is the first one to use and gives you your first indication of potential for corrosion. Inhibitor residuals is a good one too.
- Provides CO₂ and H₂S content

Chemical Analysis

Advantages
- Accurate
- Can see what contributing chemicals actually present

ILI Techniques
One of the common and reliable methods of determining the status of the pipeline is ILI technique. The major requirement of this measurement is to be able to send an ILI tool inside the pipeline. The companies frequently use ILI tools to determine leaks, dents (geometric inspection), defects and its size, metal loss (or gain), 3D mapping, route survey, bend and strain (Fig.VI.22).

Figures VI.23, VI.24, and VI.25, respectively, present the nonintrusive techniques the companies use, prefer to use, and their reliability.

The following paragraphs discuss individually the merits and demerits of the techniques as observed by the participants.

High-Resolution Magnetic Flux Leakage (MFL)

Advantages
- The lowest price with crack detection capability
- Good overall information on pipeline integrity.
- It has good resolution and gives accurate results
- Information on metal loss
- Provides information on defect size and length which enable you to determine possible failure pressure.
- Good track record
Table VI.22: The Main Use of In-Line Inspection in the Companies

Note: The respondents also mentioned other ILI including magnetic flux and magnetic field tools. Fourteen respondents had no answer.

Figure VI.23: ILI Measurement Techniques the Companies Use

Note: The respondents also mentioned other techniques including video cameras, std MFL, and ultrasonic thickness measurements. Fifteen respondents had no answer.
Figure VI.24: ILI Measurements Techniques Companies Prefer to Use

Note: Twenty respondents had no answer.

Figure VI.25: ILI Measurements Techniques Companies Consider Unreliable

Note: Twenty-Five respondents had no answer.
Disadvantages
- Not a direct measure of metal loss
- Tolerances of MFL - the tool logs the response of a phenomenon to a specific anomaly - not a direct measurement. Several factors and considerations need to be addressed before the technique can be used reliably - but it is the cheapest!
- Ran both ultrasonic and high resolution pig and the UT pig picked up more anomalies than the high resolution pig did

Extra High Resolution (XHR) Magnetic Flux Leakage

Advantages
- Accurate, tethered tool, short line segments

Ultrasonic Liquid Coupled

Advantages
- It provides data on the actual wall thickness and size of the loss. 
- Most accurate and sensitive for the broadest range of anomalies - cracks through wall loss and dents. 
- Excellent results

Disadvantages
- Impurities would make an error

Ultrasonic Wheel Coupled

Disadvantages
- There are still some technical problems with this method
- It won't give external corrosion measurements

Circumferential MFL

Advantages
- The flux field is directly affected by axially oriented metal loss

Disadvantages
- Previous experience has indicated inconclusive results

Caliper

Advantages
- Obtain a view of mechanical damage on the pipe wall.
Disadvantages

- Easy to miss anomalies
- Only gives you some internal defect information and ovality and dent information, but does not tell you anything about general wall metal loss, or external corrosion defects.
- It needs many "fingers" to get accurate readings
- Probably miss what you are looking for
- Open to misuse/ misinterpretation

Visual Video

Disadvantages

- Misinterpretation because of shadows and misinterpretation when internal surfaces have scale or coating.

New Techniques

About a quarter of the respondents indicated that they are aware of new techniques that are on the horizon, including fiber optics (25%) and acoustics (about 20%) (Fig.VI.26). The factors (Fig.VI.27) that influence the companies’ decision for selecting appropriate monitoring techniques are: reliability of the techniques (75%), adaptability to the existing operating conditions (53%), cost benefit (47%), user-friendly operation (25%). The responders emphasized that many operating factors will affect the performance of measuring/monitoring techniques. The factors, which are of equal importance, include: temperature fluctuation, pressure fluctuation, environmental variation, and loss of ruggedness during installation/operation (Fig.VI.28)

Figure VI.26: The Influences that effect the Companies Decision Making When Selecting Appropriate Techniques

![Bar chart showing the number of responses for different influences: Reliability of the Techniques, Adaptability to the Existing Operating Conditions, Cost Benefit, User-Friendly Operation.](image-url)
Figure VI.27: Companies Awareness of New Pipeline Monitoring Techniques

Note: The respondents also mentioned other techniques including IRIS, IMAT ILI, ECN, direct assessment, wire beam electrode and liquid coupled ultrasonics. Eighteen respondents had no answer.

Figure VI.28: The Companies Opinions on What Factors Affect the Performance of Measuring/Monitoring Techniques

Note: The respondents also mentioned other factors including the service conditions, dirty pipeline corrosion geometry, sensitivity, application and location. Twenty-Three respondents had no answer.
7.8 Database

The importance of the development of databases and data management is very well understood in the pipeline industry. About 50% of the companies indicate that their respective companies have a database/data management system (Fig.VI.29). The use of a knowledge-based system to integrate and analyze the data is not frequently used (Fig.VI.30); however, the companies use commercial and/or in-house software for integrity management (Fig.VI.31). The importance of training field operators is not well recognized in the industry. Less than 40% of the companies have a formal training program for pipeline evaluation and maintenance (Fig.VI.32).

**Figure VI.29: Companies that Use Data Management to Archive the Data Vs. the Companies that Don't**

Note: Thirteen respondents had no answer.
Figure VI.30: Companies that use knowledge-based System to Integrate and Analyze Data Vs. the Companies that Doesn't

Yes/No

Number of Responses

Note: Fourteen respondents had no answer.

Figure VI.31: Companies that Use Software for Integrity Management Vs. the Companies that Don't

Yes/No

Number of Responses

Note: Twelve respondents had no answer.
Figure VI.32: Companies that have Training Program for Pipeline Evaluation and Maintenance Vs. Companies that Don't

Note: Twelve respondents had no answer.
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